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Geoffroy Goffinet
Consumer Protection and Financial 
Innovation
European Banking Authority 
Floor 46, One Canada Square 
Canary Wharf 
London E14 5AA, UK 

Electronic Money Association
Crescent House 
5 The Crescent  

Surbiton  
Surrey 

KT6 4BN
United Kingdom

Telephone: +44 (0) 20 8399 2066
Facsimile:  +44 (0) 870 762 5063

www.e-ma.org

11 March 2016

Dear Geoffroy

Re: EBA consultation on regulatory technical standards on the framework for 
cooperation and exchange of information between competent authorities for 
passport notifications, under PSD2

The EMA is the EU trade body representing electronic money issuers and alternative payment 
service providers. Our members include leading payments and e-commerce businesses 
worldwide, providing online payments, card-based products, electronic vouchers, and mobile 
payment instruments. Most members operate across the European Union (“EU”), most 
frequently on a cross border basis. A list of current EMA members is provided at the end of this 

document.

We have set out our response below.

I would be grateful for your consideration of our comments and proposals. 

Yours sincerely, 

Dr Thaer Sabri  
Chief Executive Officer  
Electronic Money Association
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1. General comments:

1.1. The EBA draft Regulatory Technical Standards (“RTS”) document provides for a more 
consistent approach to passporting across the EEA and is welcome.

The scope of the RTS is set out at paragraph 28(5) of the second Payment Services 
Directive 2015/2366 (“PSD2”). It sets the scope as that of developing or specifying:
(i) The framework for cooperation, and
(ii) For the exchange of information between home and host competent authorities 

(“CAs”) in accordance with article 25.

The RTS is further required to develop or specify the method, means and details of 
cooperation in the notification; and in particular the scope and treatment of information 
to be submitted – including common terminology and standard templates to ensure a 
consistent and efficient process.

1.2. The scope excludes the question of whether a passporting activity undertaken by a 
payment institution  amounts to a services passport when conducted in a host member 1

state or whether the nature of the activity gives rise to an establishment, and therefore 
amounts to passporting under right of establishment provisions. 

The RTS will therefore need to avoid incorporating interpretations of establishment 
into the notification processes, or into template pro forma. This is particularly the case 
in relation to the distribution of e-money, where some member states regard the selling 
of prepaid cards as giving rise to establishment, whilst others do not. It would be an 
oversimplification of the test of establishment set out in the Treaty of the European 
Union to provide for only a single outcome. 

This is for example suggested in the language used at paragraph 8 of section 2.2 of the 
document, where distributors are described as being ‘established’, where they could also 
be distributing e-money under a freedom to offer services passport.

1.3. The scope of information shared and the scope of cooperation relates directly to the 
relative competence of the home and host regulators. In the absence of an establishment 
for example, a host regulator will not be concerned with prudential supervisory matters, 
but may have regard to conduct of business related issues. The scope of information 
sharing with regard to the outsourcing of services for example would be expected to be 
calibrated to the role of the host supervisor in each case. This is addressed in our 
comments on the Annexes to the document below. 

2. Comments in relation to the consultation document

2.1. Impact on existing services: brief reference is made at section 2.1 to existing 
payment institutions, and the obligation to notify the competent authority of changes to 
information submitted regarding passported services. This raises the question regarding 
the status of existing providers currently offering passported services within the EU, 
where information submitted under current protocols differs from that set out under 
the RTS. We would like to seek comfort that existing passported services can continue 

 When we refer to payment institutions, we also include references to electronic money institutions.1
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without renewed notification. Additional information can be of course be submitted 
when there is a change in circumstances, or where additional passporting notifications 
are made.

3. Comments in relation to the draft RTS

3.1.Article 1 Definitions: 

Distributor: it would be helpful to provide a definition of distributor. Possible wording 
could be: 
“a natural or legal person selling and/or redeeming electronic money issued by an electronic money 
issuer under a commercial agreement. The activity of distribution does not give rise to a payment 
service”.

Passport notification: PSD2 provides for two types of passporting to be undertaken. 
These are based on the principle of mutual recognition set out in the Treaty of the European 
Union (“Treaty”). The first is freedom to offer services and the second is the right of 
establishment. We suggest that the process of passport notification be aligned with these 
two alternatives, with information requirements in relation to agents or distributors set out 
as appendices to these forms. This would recognise the fact that physical presence in the 
form of an agent or distributor does not always give rise to establishment, and would enable 
firms to choose the most appropriate means of passporting. 

It would then also be possible to seek prudential supervisory information in the 
establishment notification irrespective of the nature of the physical presence, and to have a 
more concise format for the services passport notification.

Please also refer to our comments regarding a form for outsourcing notification as set out 
at Section 4 below.

Agent passport notification: as set out above, passport notification is better aligned 
with PSD2 and the Treaty. The form of physical presence can be accommodated within each 
set of notification templates, with the exception of branches which are by definition always 
establishments.

3.2.Sections 2-4 Branch, Agent and Services Passport Notification

We again suggest distinguishing services and establishment passport notifications, and 
providing, in an additional section or appendix, further information required for an agent or 
for a distributor where this relates to e-money institutions. Agent related data requests are 
better set out separately from those in relation to a distributor. 

Templates: in summary therefore we propose:

(i) Three forms: 
(a) one for establishment notification, 
(b) one for services notification, and 
(c) a third for outsourcing notification (see Section 4 below)

(ii) Two appendices for each of the passporting forms, one for distributors and one for 
agents to completed.
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Article 2(1)(a) on language states:

“(a)  they shall be in writing in a language accepted by the competent authorities of the home 
Member State and in a language accepted by the competent authorities of the host Member State, 
or in any Union language accepted by both the competent authorities of the home and host 
Member States; “

The provision could give rise to a requirement to translate notifications into a large number 
of languages. It would be helpful if the notification should be accepted provided it is in an 
official language of the EU. This will reduce the complexity and the burden on passporting 
firms.

Article 2(1)(b) provides for communication by post:

It would be helpful if the default position was electronic communication, with post only 
available where this was not possible. It would increase the speed, the time available for 
regulators to consider applications, and in confirmations of actual receipt. 

4. Comments in relation to Annex II Branch passport notification form

4.1. Item 24 outsourced functions: 

Article 28(1) PSD2 requires a firm to inform the home member state CA of the intention to 
outsource operational services to an entity in a host member state. There is then a 
requirement under Article 28(2) for the home member state CA to communicate this 
information to the host member state CA. There is however no additional elaboration on the 
information that needs to be communicated.

The scope of information communicated must also be consistent with the relative roles of 
home and host member state supervisors. If the outsourced services relate to the operation 
of the branch, then the information requested under paragraphs (c), (d) and (e) will be 
relevant to the host supervisor in its oversight of the branch.

If the outsourced services however relate to the operation of the payment institution itself, 
and not the branch, then such information is beyond the scope of the host member state as 
it relates to the prudential supervision of the payment institution. Compliance with internal 
controls of the payment institution would be the competence of the home MS CA. This is 
consistent with Article 19(6) of PSD2 which deals with notification obligations to the home 
member state CA, and then continues to elaborate the conditions for outsourcing.

Conversely, the obligation to communicate outsourcing of services to host member states is 
expressed concisely, and requires communication of the arrangement only, without 
elaborating further requirements. This is set out at Article 28(1), which is restricted to 
communication of the fact of outsourcing. 

There are no provisions that suggest or delegate the supervision of outsourced service 
providers located in host member states to host member state CAs.
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The requirements under paragraphs 24(c), (d) and (e) should therefore be made conditional 
on the outsourced services relating directly to the branch.

Outsourcing template: 

Furthermore, there may be a need to notify of outsourced services without any passporting 
taking place. It makes sense therefore that a outsourcing notification be set out in a separate 
template from that of passporting. 

It is convenient to address the same issue as it applies to Annexes III (agents and 
distributors) and Annex IV (Services Passport), here, and these are addressed 
below.

4.2. Annex III in relation to outsourced services: 

As set out above, the obligation to provide the information set out at paragraphs 23(c), (d) 
and (e) go beyond the obligations to communicate the outsourcing of services to host 
member state CA. They relate to prudential supervisory obligations which are the 
competence of the home member state CA. PSD2 does not delegate these powers to host 
member state CAs. 

In cases where agents or distributors are offering their services under an establishment 
passport AND the outsourced services relate directly to the activities of these entities, such 
additional information may be warranted. If however the outsourced services relate to the 
operation of the payment institution itself, such information falls outside the scope of PSD2 
and the powers of the host member state CA.

4.3. Annex IV in relation to outsourced services: 

In the case of passporting under a services passport, the information requested under 
paragraphs 16(c), (d) and (e) are beyond the competence of the host member state CA at all 
times. This is part of the prudential supervisory competence of the home member state CA 
and not the host member state CA.

Our objections in relation to all three annexes are to the communication of this information 
as a matter of course, as it will then form part of the assessments by the host member state 
CA under Article 28(2), and will result in the host CA taking a view on a matter that is the 
domain of the home CA. It will also give rise to additional administrative burden for firms in 
setting out these issues, and delay while the host member state CA seeks to assess their 
adequacy. 

5. Annex III Agent/distributor passport notification form

It would be helpful to set out the agent requirements separately from those of distributors. 
These can then both be appended to services and establishment notifications forms.

5.1. Paragraph 10 of the Annex requires the identification number to conform with the 
member state numbering format in Annex I. This introduces a level of granularity that 
will give rise to disproportionate obligations in relation to the distribution of e-money.
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The numbering conventions of most member states require the identification of each 
individual distributing entity. However, distribution agreements are often made with 
chains of stores. Sometimes these are part of a single group, but often they are 
franchisees or alliances.

Where distributors are subject to a common group or set of network obligations, it 
should suffice for the notification to be made at the group level. In other words, 
notification that members of a given group will be distributing the issuer’s products 
should suffice. Where individual contracts are made, or where distributors are not part 
of a network subject to common obligations, then individual notification would be 
appropriate.

Guidance to this effect would be helpful if the numbering convention set out at Annex I 
were to be followed. Otherwise an allowance for an issuer defined numbering system 
would also assist.

Otherwise, the notification burden would become onerous, and the requirement to 
keep the list up to date with day-to-day changes in group sales policy for example would 
give rise to disproportionate effort for both firms and CAs.

Flexibility in this regard would be helpful, as it would acknowledge the need, and provide 
for CAs to know the identity of distributors in their jurisdictions, whilst also managing 
the extent and frequency of information that is communicated.

5.2. Paragraph 15(a)(vi) seeks the name, date and place of birth of the legal representative of 
a distributor. This is disproportionate, as distributors are not regulated themselves, and 
questions are more appropriately directed to the electronic money institution itself. The 
distributor simply acts as an outsourced sales provider for the e-money institution. 

5.3. The obligation to comply with anti money laundering (“AML”) legislation is (with one 
exception) that of the electronic money institution and not that of the distributor. 
Furthermore, with the exception of distributors who are also agents of e-money 
institutions, or are regulated for AML themselves, distributors are not tasked by issuers 
with any AML obligations other than very basic unusual activity escalation or the 
imposition of limits on the number of products sold at any one time.

AML processes, whether customer due diligence (“CDD”), monitoring, record keeping 
and suspicious activity reporting are all undertaken by the issuer itself, which has access 
to the system, transactions platform and CDD processes.

There is therefore little benefit in communicating information on the internal control of 
a distributor set out at paragraph (20) such as its structure, number of employees, 
organizational charts or legal reporting lines. 

This requirement also raises the question of whether notification would be required if 
changes to such information were to arise, and the obligation to inform the host CA of 
such changes. This is disproportionate to the activity of selling prepaid payment 
instruments. These provisions should not apply to distributors of e-money. 
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5.4. Please refer to our comments on outsourcing information set out in relation to Annex 
II.

6. Annex IV Services passport notification form 

Our comments here are in relation to the outsourcing of operational functions provisions at 
paragraph 16. Please refer to section 4.3 where we set out related comments in relation to 
Annex II above. We regard the communication of prudential supervisory information to the host 
member state CA to be beyond the normal scope of information sharing between the home and 
host CAs. This is beyond the scope of PSD2 and paragraphs 16(c), (d) and (e) should be deleted.

7. Response to consultation questions:

1. Do you agree with the draft RTS on passport notifications under the PSD2? If not, outline 
why you disagree and how the RTS could be improved?

Response: Please refer to our comments in the sections above.

2. Do you agree with the format of the relevant unique identification number in each 
Member State set out in Annex I? If not, please outline which content you disagree with, 
why you disagree and how the format could be improved. 

Response: Our concern with the format is with the implied requirement to identify each 
distributor individually even if they are part of a group, franchise or other common network. 
This will give rise to disproportionate cost and effort for both issuers and CAs, particularly 
as these will change from time to time and notification of changes would be required. See 
our comments at paragraph 5.1 above.

3. Do you agree with the draft notification form for branch passporting set out in Annex II? 
If not, please outline which content you disagree with, why you disagree and how the 
notification form could be improved. 

Response: Please refer to our comments on Annex II set out at section 4 above.

4. Do you agree with the draft notification form for agent/distributor passporting set out in 
Annex III? If not, please outline which content you disagree with, why you disagree and 
how the notification form could be improved 

Response:  Please see our general comments and comments in relation to definitions at 
paragraph 3.1 above. We would prefer to see a framework that reflected PSD2 and the 
Treaty’s provisions for services and establishment passporting. This would comprise two 
templates. Each template can then have sections for notification of distributors and for 
notification of agents.

This would acknowledge the distinction between the two forms of passporting based in 
PSD2 and wider legislation, and would acknowledge that agents or distributors could 
conceivably be passported under either regime.
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It would then make the information sharing between competent authorities more aligned to 
the relative roles of home and host supervisors under the two modes of passporting. 

5. Do you agree with the draft notification form for the passporting of services set out in 
Annex IV? If not, please outline which content you disagree with, why you disagree and 
how the notification form could be improved. 

Response: please refer to our comments at section 6 above in relation to Annex IV. Our 
comments relate to the extent of information sharing when services are outsourced to 
providers in a host member state. 

6. Do you agree with the draft notification form for the start of branch/agent/distributor 
passporting activities as set out in Annex V? If not, please outline which content you 
disagree with, why you disagree and how the notification form could be improved. 

Response: it appears to us to be very onerous to require an additional form to be 
completed and sent to the host member state CA ahead of the commencement of the 
activity of each agent or distributor. 

It would save much work for both the home and host CAs if the passporting notification 
template could provide an estimated date of commencement. Payment institutions could 
then only be required to complete a commencement form if the date is delayed by more 
than a given period of time; such as for example 6 months or so.

It would otherwise give rise to a significant burden for all participants, and generate an 
excessive amount of correspondence of uncertain value.
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List of EMA members as of March 2016:

Advanced Payment Solutions Ltd

Airbnb Inc
Allegro Group
American Express
Azimo Limited
Bitstamp 
Blackhawk Network Ltd
Boku Inc
Citadel Commerce UK Ltd
ClickandBuy International Ltd
Clydesdale Bank

Corner Banca SA
Ekuantia EDE, S.L.
EMP Systems
Euronet Worldwide Inc
Facebook Payments International Ltd

First Rate Exchange Services
Flex-e-card
Google Payment Ltd
iCheque Network Limited
IDT Financial Services Limited

Ixaris Systems Ltd
Kalixa Pay Ltd
MarqMillions

One Money Mail Ltd

Optimal Payments
Park Card Services Limited
Payleven Ltd
Payoneer
PayPal Europe Ltd

PayPoint Plc
PPRO Financial Ltd
Prepaid Services Company Ltd
PrePay Technologies Ltd
QMoney

R. Raphael & Sons plc
Securiclick Limited
Skrill Limited
Stripe
Syspay Ltd

Transact Payments Limited
TransferWise Ltd
Valitor
Wave Crest Holdings Ltd
Wirecard AG

Worldpay UK Limited
Yandex.Money
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http://www.apsgroup.com/
https://www.airbnb.com/
https://www.americanexpress.com/
https://azimo.com/en/
https://www.bitstamp.net/
http://blackhawknetwork.com/
http://www.boku.com/
http://www.citadelcommerce.com/
https://www.clickandbuy.com/en/
http://www.cbonline.co.uk/about-clydesdale-bank/
http://www.cornerbanca.com/ch/html/it/index.html
https://ekuantia.es/
http://www.emp-group.com/about/
http://www.euronetworldwide.com/
https://www.facebook.com/
http://www.firstrate.co.uk/
http://www.flex-e-card.com/
https://www.google.com/wallet/
http://www.icheque.com/
http://www.idtfinance.com/
https://www.ixaris.com/
http://www.kalixa.com/
https://www.marqmillions.com/
http://1mm.eu/
http://www.optimalpayments.com/
http://www.parkgroup.co.uk/default.aspx
https://payleven.co.uk/
https://www.payoneer.com/
https://www.paypal.com/uk/webapps/mpp/home
https://www.paypoint.com/en-gb
https://www.ppro.com/
https://www.paysafecard.com/en-gb/
http://prepaysolutions.com/
http://www.qmoney.eu/
http://www.raphaelsbank.com/
http://www.nochex.com/
https://www.skrill.com/en/home/
http://www.stripe.com/
https://app.syspay.com/
http://www.thebancorp.com/
https://transferwise.com/
https://www.valitor.com/
http://www.wavecrest.gi/
https://www.wirecard.de/
http://www.worldpay.com/
https://company.yandex.com/

