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OPENING REMARKS
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Unit)
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THE EBA’S AML/CFT 
ROLE AND 
OBJECTIVES
What are the EBA responsibilities in the 
EU?



The EBA’s AML/CFT Role and Objectives

2010
Established by Regulation 
(EC) No. 1093/2010 of 
the European Parliament 
and of the Council of 24 
November 2010.

The beginning
Come into being as of 1 
January 2011.

Taken over all existing 
and ongoing tasks and 
responsibilities from the 
Committee of European 
Banking Supervisors 
(CEBS).

Our mission
Hub and spoke network 
of EU and national bodies 
safeguarding public 
values such as the 
stability of the financial 
system, the transparency 
of markets and financial 
products and the 
protection of depositors 
and investors.
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AML/CFT powers
In 2019, the European 
legislature consolidated 
the AML/CFT mandates 
of all 3 European 
supervisory authorities 
within the EBA.

The law implementing 
these powers and this 
mandate came into effect 
on 1 January 2020.



The EBA’s AML/CFT Role and Objectives
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AML/CFT 
Capacity 
building

AML/CFT 
Rulebook

Prudential 
supervision 
and ML/TF 

risks

AML/CFT 
Supervision

Article 1(5)(fb) of the EBA Regulation:

‘The Authority s hall, within its  res pective 
competences , contribute to […] preventing the 
us e of the financial s ys tem for the purpos es  of 
ML/TF.’

Article 9a(1) of the EBA Regulation:

The Authority shall […] take a leading, 
coordinating and monitoring role in promoting 
integrity, transparency and security in the 
financial system by means of adopting measures 
to prevent and counter ML/TF in that system.



The EBA’s AML/CFT Role and Objectives
EBA legal instruments on AML/CFT
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Policy Objective: 
A proportionate, risk-based approach that is based on cooperation and information-sharing and that is 

applied effectively and consistently by financial institutions and supervisors across the EU.

RTS 
on 

AML/CFT 
Group Policy 

in 3rd 
Countries 

RTS 
on 

Central 
Contact Points

RTS 
on

a central EU 
AML/CFT 
Database

Guidelines 
on 

ML/TF Risk 
Factors 

Guidelines 
on 

Risk-based 
AML/CFT 

Supervision

Guidelines on 
AML/CFT 

Compliance 
Officers

Guidelines 
on 

Fund 
Transfers 

Guidelines 
on 

Remote 
customer 

onboarding 

Guidelines
on 

AML/CFT 
Colleges

Guidelines on 
access to 
financial 
services

Guidelines on 
restrictive 
measures 

under the FTR 
(recast)*

Opinions
on

ML/TF Risk
2017, 2019, 
2021, 2023

Opinion 
on 

the use of 
RegTech
Solutions

Opinion
on

CDD for 
Asylum 
Seekers

Guidelines 
on

the SREP

Guidelines
on 

Cooperation
(AML/CFT and 

Prudential 
Supervisors and 

FIUs)

Opinions
on 

ML/TF risks in 
Prudential 

Super-vision 
2019 2020

Opinions
on

DGSD and 
AMLD
2019
2020

Opinion
on

Passporting 
Notifications

Guidelines
on 

Assessing 
Applications for 
Authorisation

Guidelines
on 

Suitability 
Assessments

Guidelines
on 

Internal 
Governance

Guidelines
on 

Qualifying
Holdings

Opinions
on

crypto and 
AML/CFT

2014
2016

RTS 
on 

AML/CFT 
Group 

Policy in 
3rd 

Countries 

RTS 
on 

Central 
Contact 
Points

RTS 
on

a central 
EU 

AML/CFT 
Database

Guidelines 
on 

ML/TF Risk 
Factors 

Guidelines 
on 

Risk-based 
AML/CFT 

Supervision

Guidelines 
on 

AML/CFT 
Compliance 

Officers

Guidelines 
on 

Fund 
Transfers 

Guidelines 
on 

Remote 
customer 

onboarding 

Guidelines
on 

AML/CFT 
Colleges

Guidelines 
on access 

to financial 
services

Guidelines 
on 

restrictive 
measures

Opinions
on

ML/TF Risk
2017, 2019, 
2021, 2023

Opinion 
on 

the use of 
RegTech
Solutions

Opinion
on

CDD for 
Asylum 
Seekers

Opinion 
on 

Derisking

AM
L/

CF
T 

pu
bl

ic
at

io
ns

Pu
bl

ic
at

io
ns

 w
ith

 
an

 A
M

L/
CF

T 
co

m
po

ne
nt

* This is not a comprehensive list of publications.



03
'THE TRAVEL RULE 
GUIDELINES’
What is this document about?



Why is the EBA working on the 
Guidelines?

- Mandate in Article 36 first and second 
subparagraph of Regulation (EU) 
2023/1113.
- Mandate in Article 19a(2) of Directive (EU) 
2015/849.

What is the main objective?

To promote the development of a common 
understanding of effective procedures to 
detect and manage transfers of funds and 
crypto-assets that lack the information on 
the payer, originator, payee or beneficiary 
required by Regulation (EU) 2023/1113.

Who are the addressees?

- PSPs and IPSPs.
- CASPs and ICASPs.
- Competent authorities responsible for 
supervising PSPs, IPSPs, CASPs and ICASPs 
for compliance with their obligations under 
Regulation (EU) 2023/1113.
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'THE TRAVEL RULE GUIDELINES’
Background

Presenter Notes
Presentation Notes
WHY?

Article 36 Guidelines 

EBA shall issue guidelines addressed to the competent authorities and the payment service providers (…) on measures to be taken in accordance with this Regulation, in particular as regards the implementation of Articles 7, 8, 11 and 12 of this Regulation. By 30 June 2024, EBA shall issue guidelines addressed to the competent authorities and to the crypto-asset service providers on measures to be taken as regards the implementation of Articles 14 to 17 and Articles 19 to 22 of this Regulation.

EBA shall issue guidelines specifying technical aspects of the application of this Regulation to direct debits as well as the measures to be taken by payment initiation service providers, as defined in Article 4, point (18), of Directive (EU) 2015/2366, under this Regulation, taking into account their limited role in payment transactions

Article 38 Amendments to Directive (EU) 2015/849 - Article 19a

By 30 December 2024, EBA shall issue guidelines to specify the measures referred to in this Article, including the criteria and means for identification and verification of the identity of the originator or beneficiary of a transfer made to or from a self-hosted address, in particular through reliance on third parties, taking into account the latest technological developments.

WHO?

‘payment service provider’ as defined in PSD2
+
those PSPs that are not the PSPs of the payer or of the payee BUT that receives and transmits a transfer of funds on behalf of the PSP of the payer or of the payee or of another intermediary PSP (referred to as ‘intermediary payment service provider’)

‘crypto-asset service provider’ as defined in MiCA
+
those CAPSs that are not the CASP of the originator or of the beneficiary BUT that receives and transmits a transfer of crypto-assets on behalf of the CASPs of the originator or of the beneficiary, or of another intermediary CASP (known as ‘intermediary crypto-asset service provider’)
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'THE TRAVEL RULE GUIDELINES’
Link with the 2017 Guidelines * Final report to be published
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'THE TRAVEL RULE GUIDELINES’
Link with the 2017 Guidelines

What are the main differences between the 2 Guidelines? The EBA will repeal the ESA’s 2017 TFR Guidelines and 
replace them with new Guidelines. 

To do so, the EBA is proposing to:

• Extend the scope of the existing guidelines on transfer
of funds to the transfers of crypto-assets, where
applicable;

• Amend existing guidelines where this is necessary to
reflect the technical particularities of crypto-assets and
the developments in transfer of funds;

• Add new guidelines specific to crypto-assets transfers.

JC/GL/2017/16 EBA/CP/2023/35

Year of 
publication 2017 2023

Owner ESAs EBA

Subject Transfer of funds Transfer of funds 
and crypto-assets

Addressees

PSPs, IPSPs, 
National 

Competent 
Authorities

PSPs, IPSPs, CASP, 
ICASP, National 

Competent 
Authorities

Mandate Regulation (EU) 
2015/847

Regulation (EU) 
2023/1113

Status (when the 
final report of 

EBA/CP/2023/35 
is published)

Repealed Active
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'THE TRAVEL RULE GUIDELINES’
Scope

Factors that PSPs,
IPSPs, CASPs, ICASPs
should consider when
establishing effective
procedures to detect
and manage transfer
lacking the required
information on the
payer, originator,
payee or beneficiary;

Steps PSPs, CASPs,
IPSPs and ICASPs
should take to
manage the risk of
ML/TF where the
required information
on the payer,
originator, payee or
beneficiary is missing
or incomplete;

Technical aspects of
the application of
Regulation (EU)
2023/1113 to direct 
debits.

Measures in relation
to the identification
and assessment of
the risks of ML/TF
associated with the
transfer of crypto-
assets directed to or
originating from a
self-hosted address.
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'THE TRAVEL RULE GUIDELINES’
Methodology and information sources

Call for input was issued to collect 
feedback on the 2017 Joint Guidelines to 
prevent the abuse of fund transfers for 

ML/TF purposes

An External Expert Group on AML/CFT 
and CASPs (“TEG-CASPs/AML”) was 

created to provide practical input and 
technical advice on relevant issues that 

refer to CASPs. 

A Technical Expert Group on AML/CFT 
CASPs supervision (‘’TEG-Sup’’) was 
created and composed of staff from 

competent authorities who have 
experience in the AML/CFT supervision of 

CASPs.

Analysis of internal information 
collected in the scope of the 2017 

Guidelines on the repeatedly failing PSPs 
or IPSPs and steps taken (Article 8(2) and 

Article 12 (2) of Regulation (EU) 
2015/847).

Exchanges with industry bodies. Internal process with discussions and 
reviews of EBA and ESMA colleagues and 
committees, not only from an AML/CFT 
perspective but also from other policy 

areas.

Emerging best practice set out by the 
FATF in its 2021 Updated Guidance for a 
Risk-Based Approach for Virtual Assets 

and Virtual Asset Service Providers

https://www.eba.europa.eu/sites/default/files/document_library/Regulation%20and%20Policy/Anti-Money%20Laundering%20and%20Countering%20the%20Financing%20of%20Terrorism/1045327/Technical%20Expert%20Groups%20created%20by%20the%20EBA%20AML.pdf
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'THE TRAVEL RULE GUIDELINES’
Structure

1. General provisions

2. Exclusion from the scope of 
Regulation (EU) 2023/1113 and 
derogations

2.1. Determining whether a card, instrument or device is used exclusively for the payment of goods or services
2.2. Linked transfers in relation to the 1000 EUR threshold

3. Transmitting information 
with the transfer

3.1. Messaging systems
3.2. Multi-intermediation and cross-border transfers
3.3. Batch transfers

4. Information to be 
transmitted with the transfer

4.1. Providing the payment account number
4.2. Providing the name
4.3. Providing the address, including the name of the country, official personal document number, and the customer identification number or, 
alternatively, date and place of birth
4.4. Providing an equivalent Identifier to the LEI

5. Detecting missing 
information

5.1. Procedures to detect missing information
5.2. Admissible characters or inputs checks on transfers of funds
5.3. Monitoring of transfers
5.4. Missing information checks
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'THE TRAVEL RULE GUIDELINES’
Structure

6. Transfers with missing or 
incomplete information

6.1. Risk-based procedures for determining whether to execute, reject or suspend a transfer
6.2. Rejecting or returning a transfer
6.3. Requesting required information
6.4. Executing a transfer
6.5. Detecting missing or incomplete information after executing a transfer
6.6. Contacting the prior PSP, IPSP, CASP and ICASP in the transfer chain

7. Repeatedly failing PSPs, 
CAPSs, IPSP or ICASPs

7.1. Treatment of repeatedly failing PSPs, CAPSs, IPSP or ICASPs
7.2. Reporting repeatedly failing PSPs, CAPSs, IPSP or ICASPs to the competent authority

8. Transfers of crypto-assets 
made from or to self-hosted 
addresses

8.1. Individually identify transfers from or to self-hosted addresses
8.2. Transfers of crypto-assets made from or to self-hosted addresses

8.2.1. Identification of a transfer from or to self-hosted address
8.2.2. Identification of the originator and beneficiary in a transfer from or to a self-hosted address
8.2.3. Transfers above 1 000 EUR and proof of ownership or controllership of a self-hosted address
8.2.4. Mitigating measures to put in place regarding transfers from or to a self-hosted address

9. Obligations on the payer’s 
PSP, payee’s PSP and IPSPs 
where a transfer is a direct 
debit
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NEXT STEPS
What are the next steps before the 
publication of the final report?



Timeline

Consultation 
paper 
published for 
public 
consultation

Final day to 
provide 
responses to 
the 
consultation

Final report is 
published

Nov 23 26 Feb 24 Summer 24
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The EBA will analyse the responses to the 
consultation version and implement the 
necessary changes as deemed feasible.
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Questions
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QUESTIONS

Have a look at the EBA AML/CFT 
landing page (link here)

Subscribe to the Newsletter 
(link here)

https://www.eba.europa.eu/regulation-and-policy/anti-money-laundering-and-countering-financing-terrorism/guidelines-risk-based-supervision-second-revision
https://ec.europa.eu/newsroom/eba/userprofile.cfm?profileAction=edit&user_id=0&service_id=1891&lang=default


Thank you!



Floor 24-27, Tour Europlaza
20 Avenue André Prothin
92400 Courbevoie, France

Tel:  +33 1 86 52 70 00
E-mail: info@eba.europa.eu

https://eba.europa.eu/
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