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CEBS’s response to the ECOFIN’s request on custodian 
banks  

 

o review, 
nks were 

alent to the ESCB-CESR draft 
r Central 
e avoiding 

ns against 
 Level 3 guidance applicable to custodian 

uirements 
mpared a 

inding and wide-ranging recommendations with a set of binding 
EU Directives that have a specific focus. 

European 
tanding of 

s that act 
 providing 
similar to 

formed by Central Securities Depositories/International Central 
CPs).  

vant to 
n the system are generally 

covered in the Capital Requirements Directive and/or other banking 

t relate to 
the design of the clearing and settlement system, and which are relevant to 
custodian banks which perform similar activities to CSDs/ICSDs/CCPs, are not 
met or only partially/indirectly met by banking regulation.  

7. However, in the roundtable with custodian banks CEBS was told that 
settlement operations only form a negligible part of their day-to-day business 
or were not performed at all. For that reason, CEBS suggests that further work 

Executive summary 

1. On 3 June 2008 the Council of the European Union requested CEBS t
in cooperation with CESR, whether risks borne by custodian ba
covered by regulations at least equiv
Recommendations for Securities Settlement Systems and fo
Counterparties in the EU, so as to ensure a level playing field whil
inconsistencies in treatment and double regulation. 

2. CEBS addressed this request by mapping the draft Recommendatio
relevant banking regulations and
banks that are credit institutions as defined in the Capital Req
Directive. In general, this was a very challenging exercise since it co
set of non-b

3. An informal meeting with representatives from a number of 
custodian banks was organised to allow CEBS to get a better unders
their practices. 

4. In its review CEBS has distinguished between i) custodian bank
simply as intermediaries in the clearing and settlement systems
custody services, and ii) custodian banks that also perform activities 
those per
Securities Depositories (CSDs/ICSDs) and Central Counterparties (C

5. From its analysis CEBS concluded that the draft recommendations rele
custodian banks that simply act as participants i

regulations.  

6. On the other hand, CEBS found that the draft recommendations tha
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should be carried out to establish how material the internalisation of 
settlement is across the European custody banking industry.  

ctice any 
ity. Whilst 
n General 

Ms are 
consider their activities was out of the 

scope of the EcoFin mandate. Going forward, CEBS will consider whether to 

 the materiality assessment, further steps could 
be considered to address the gaps in the legislation and ensure a level playing 
field between the relevant parties.  

8. Regarding clearing services, CEBS was unsure whether in pra
custodian banks actually internalised Central Counterparty activ
there are similarities, notably with regards to the risk profile, betwee
Clearing Members (GCMs) and CCPs, in light of the fact that not all GC
custodian banks, CEBS felt that to 

assess the risks within the GCM community. 

9. Depending on the outcome of
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Background  

e Council’) 
Standards 

g and Settlement in the EU”, based on the following 

(i) the adopted text should take the form of non-binding recommendations 

positories 

(iii) on credit and liquidity risk controls, the text to be adopted should 
e CPSS-

 2001.  

SCB/CESR 
s incurred 
uirements 
is context 

e Council “to further review, in cooperation with CESR, 
the coverage of risks borne by custodians, taking into account that some 
CSDs/ICSDs/CCPs are also subject to the CRD, so as to ensure a level playing 

oiding inconsistencies in the treatment of custodians and double 
 end 2008.”’2  

 

12.In light of the Council’s request CEBS has focused its work on the custodian 
banks that are credit institutions, i.e. in accordance with the CRD’s definition 
of credit institution and therefore take deposits as part of their regular 
activity. Central Securities Depositories (CSDs)3 or Central Counterparties 

4 er State’s 

10.At its 3 June 2008 meeting the Council of the European Union (‘th
formally invited the ESCB and CESR to complete the former draft “
for Securities Clearin
principles:  

solely addressed to public authorities;  

(ii) its scope should include International Central Securities De
(ICSDs)1, and exclude custodians; and  

replace former draft standard 9 with recommendation 9 of th
IOSCO Recommendations for securities settlement systems of

11.The exclusion of custodians from the scope of the E
recommendations was made on the assumption that all relevant risk
by custodians are sufficiently addressed under the Capital Req
Directive (the ‘CRD’) or other relevant banking regulation. In th
CEBS was invited by th

field while av
regulation by

Methodology  

Scope and focus of the analysis 

(CCPs)  to which the CRD also applies as a result of a Memb

                                                 

1 A central securities depository (CSD) which was originally set up to settle Eurobonds trades and which 
is now also active in the settlement of internationally traded securities from various domestic markets, 
typically across currency areas. 
2 Council Conclusions on clearing and settlement from 3 June 2008 are published under: 
http://www.eu2008.si/en/News_and_Documents/Council_Conclusions/June/0206_ECOFIN.pdf  
3 An entity that: 1) enables securities transactions to be processed and settled by book entry and; 2) 
plays an active role in ensuring the integrity of securities issues. Securities can be held in a physical 
(but immobilised) or dematerialised form (i.e. so that they exist only as electronic records). 
4 An entity that interposes itself between the counterparties to the contracts traded in one or more 
financial markets, becoming the buyer to every seller and the seller to every buyer. 
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decision5 are outside the scope of CEBS’s review because they would be 
subject to the ESCB-CESR recommendations.  

s that act 
 providing 
similar to 
vices are 

to mutual 
ent activity itself is not on this list. Although from a 

prudential point of view the risks stemming from this activity are also covered 

ks - 
as defined above - are addressed and fully covered by legal provisions that 

tions and 

on the CRD. As a basis of comparison, 
on, it has 
 to credit 

16.CEBS has also reflected on other potentially relevant on-going initiatives in the 
r the proposed CRD amendments and the 

 Banking 

r of European 
t the 

ment does 
of internal 

ent transactions is gathered regularly. Most participants were of the 
opinion that internalisation is in practice a negligible part of the business. 

18.Participants also felt that there were adequate regulations in place and that a 
und (i.e. 
quately 

covered). 

‘Mapping’ exercise 

SR draft 
 Systems 

                                                

13.To conduct its review CEBS distinguished between i) custodian bank
simply as intermediaries in the clearing and settlement systems
custody services and ii) custodian banks that also perform activities 
those performed by CSDs/ICSDs and CCPs6. While custody ser
explicitly mentioned in the CRD’s list of activities subject 
recognition, settlem

by the CRD.  

14.CEBS’s objective is to assess whether the risks borne by the custodian ban

are deemed equivalent to the ESBC-CESR draft Recommenda
therefore provide the same degree of safety. 

15.CEBS has mainly focused its analysis 
the most basic approaches under the CRD were used. In additi
considered other EU Directives and Level 3 guidance applicable
institutions and therefore to custodian banks. 

prudential framework, in particula
work on liquidity risk conducted by the Basel Committee on
Supervision (BCBS) and CEBS.  

Informal meeting with custodian banks 

17.CEBS organised a half day informal meeting with a numbe
custodian banks to get a better understanding of their actual practices. A
meeting participants highlighted that whilst internalisation of settle
take place, no concrete data regarding the volume or frequency 
settlem

level-playing field assessment should be carried out the other way aro
whether the risks borne by CSDs providing custody services are ade

19.CEBS has started its analysis by identifying the ESCB-CE
recommendations - Recommendations for Securities Settlement

 

5 The CRD only obliges the Member States to apply the Directive to institutions which take deposits, 
although the Member States can choose (and indeed many of them do) to extend the scope of the CRD  
to other financial institutions that do not take deposits.  
6 CEBS has not considered the custodian bank activity related to the business conducted as own 
account dealers.  
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(RSSS) and Recommendations for Central Counterparties (RCCP)7 - that can 
ppropriate, 
EBS has 

 draft Recommendations and the CRD and other 

 since it 
ith a set 

es of the 
(financial 
aring and 

d market 
ctives that 
D focuses 

ss.  

lation and 
cy risk of 
disruption. 

 expect the CRD or other 
the issues 

tions (e.g. is not obvious that the CRD 

of the ‘mapping’ exercise, presented in detail in the Annex, was 
a classification into the following categories: 

is met and 
irectives and/or Level 3 

guidance; 

endation is 
t covered 

licable EU Directives and/or Level 3 guidance; 

mendation 
licable EU 

ance include no equivalent provisions, but 
only general provisions or incentives that should ensure the same 

tion and all 
licable EU 

guidance. 

oordination with ESCB-CESR group 
                                                

be considered relevant to custodian banks, distinguishing, where a
between internalisers8 and participants in the systems. C
subsequently ‘mapped’ the
relevant EU Directives and Level 3 guidance. 

20.In general, CEBS found the ‘mapping’ exercise very challenging
compared a set of non-binding and wide-ranging recommendations w
of binding EU Directives that have a specific focus. The objectiv
recommendations are manifold covering prudential aspects 
soundness of the CSDs/CCPs), conduct of business (protection of cle
settlement customers), efficiency and market integration, an
disruption derived from settlement failures. In contrast, the Dire
apply to custodian banks focus on each aspect individually. The CR
on prudential issues, whilst the MiFID is mainly about conduct of busine

21.In developing its analysis CEBS kept in mind that prudential regu
the relevant Level 3 guidance primarily aim to limit the insolven
credit institutions/investment firms and not to limit post-trading 
CEBS is of the opinion that it would be unrealistic to
banking regulation to include provisions equivalent to some of 
addressed in the draft Recommenda
should explicitly encourage securities lending/borrowing). 

22.The outcome 

i. ‘Recommendation met:’ when the draft Recommendation 
key issues are covered in the applicable EU D

ii. ‘Recommendation partially met:’ when the draft Recomm
generally met, but one or more of the relevant key issues is no
in the app

iii. ‘Recommendation indirectly met:’ when the draft Recom
and the key issues are considered to be met, although the app
Directives and/or Level 3 guid

outcome; or  

iv. ‘Recommendation not met’: when the draft Recommenda
(or most) of the key issues are not covered in the app
Directives and/or Level 3 

C
 

7 CEBS has considered in its work the updated draft Recommendations published for public consultation 
on 23 October 2008 by the ESCB-CESR plenary group: http://www.cesr-
eu.org/index.php?page=consultation_details&id=124. 
8 The notion of « internaliser » refers to a broader notion than the one used in the MiFID. It refers to 
custodian banks performing a similar activities - and thereby running similar risks - to CSDs/ICSDs and 
CCPs. 

 5



23.To ensure cooperation and coordination with the ESCB-CES
representatives from both CESR and the ECB participated in CEBS’s
ESC

R group, 
 work. The 

B-CESR plenary group received updates on the state and outcome of the 
work. 
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Summary of findings from the ‘mapping’ 

ercise is summarised in the tables below and 

endati t

ESBC-CESR draft Relevance to custodian Outcome of the 
  

24.The outcome of the ‘mapping’ ex
is presented in detailed in the Annex.  

Draft recomm ons for Securities Se tlement Systems  

recommendation banks mapping

RSSS 1: Legal Framework ian 
 

Recommendation 
 met  

Relevant only to custod
banks internalising
settlement 

partially

RSSS 2: Trade 

ing 

Relevant only to cus odian 
ternalising 
nt 

Recommendation 
partially met 

 

Confirmation and 
Settlement Match

t
banks in
settleme

RSSS 3: Settl
Cycles and Operati

ement 
ng 

Times 

vant  - Not rele

RSSS 4: Central ot relevant - 
Counterparties (CCPs) 

N

RSSS 5: Securities Relevant to all custodian Recommendation met 
Lending banks 

RSSS 6: Central Securi
SDs) 

ant to all custodian Recommendation met ties Relev
Depositories (C banks 

RSSS 7: Delivery versu
Payment (DVP) 

ant only to custodian 
banks internalising 

Recommendation 
indirectly met  

s Relev

settlement 

RSSS 8: Timing of 
Settlement Finality 

Relevant only to custodian 
banks internalising 

Recommendation not 
met  

settlement 

RSSS 9: CSD Risk 
Controls to address 

Settle 

ant to all custodian 
banks 

Recommendation met  

Participants’ Failures to 

Relev

RSSS 10: Cash Settlem
Assets banks internalising 

settlement 

ion 
indirectly met  

ent Relevant only to custodian Recommendat

RSSS 11: Operational Risk Relevant to all custodian 
banks 

Recommendation met  

RSSS 12: Protection of 
Customers’ Securities 

Relevant to all custodian 
banks 

Recommendation met  
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RSSS 13: Governance elevant to all custodian 
banks 

Recommendation met  R

RSSS 14: Access Not relevant - 

RSSS 15: Efficiency Not relevant - 

RSSS 16: Communi
Procedures, Messaging

cation 
 

(ST

Relevant to all custodian 
banks 

Recommendation 
indirectly met  

Standards and Straight-
Through Processing P) 

RSSS 17: Transparency sto
anks 

ation met   Relevant to all cu
b

dian Recommend

RSSS 18: Regulation
Supervision and Ov

, 
ersight 

t to all custodian 
banks 

Recommendation met  Relevan

RSSS 19: Risks in Cross-
System Links or 

Not relevant - 

Interoperable Systems 

 

Draft recommendati tral Counterparties  

ESBC-CESR draft 
recommendation 

ust
undertaking CCP-

like activities 

ome of the 
mapping 

ons for Cen

Relevance to c
banks 

odian Outc

RCCP 1: Legal Risk elevant only to cus
C

mmendation 
 met  

R todian Reco
banks undertaking 
like activities 

CP- partially

RCCP 2: Participation 
 

Relevant to all custodian Recommendation 
 met Requirements banks indirectly

RCCP 3: Measurement 
Credit 

res 

t only to custodian 
g C

ke activities 

Recommendation 
t  

and Relevan
Management of 
Exposu

banks undertakin
li

CP- indirectly me

RCCP 4: Marg
Requirem

in 
ents 

cus
anks undertaking C

endation 
ctly met 

Relevant only to 
b

todian 
CP-

Recomm
indire

like activities 

RCCP 5: Other Risk 
Controls 

Relevant to all custodian Recommendation met. 
banks 

RCCP 6: Default 
Procedures 

Relevant to all custodian 
banks 

Recommendation 
indirectly met  

RCCP 7: Custody and 
Investment Risks 

Relevant to all custodian 
banks 

Recommendation met  

RCCP 8: Operational Risk Relevant to all custodian Recommendation met  
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banks 

RCCP 9: Money elevant to all custo mmendation 
t Settlements 

R dian Reco
banks partially me

RCCP 10: Physical 
Deliveries 

 cust  
banks undertaking CCP-

Recommendation not 
met 

Relevant only to odian

like activities 

RCCP 11: Risks in Links t only to custodian 
rtaking CCP-

vities 

Recommendation met  Relevan
between CCPs banks unde

like acti

RCCP 12: Efficiency ot relevant - N

RCCP 13: Governance sto
anks 

ation met  Relevant to all cu
b

dian Recommend

RCCP 14: Transparency stodian
banks 

ation met   Relevant to all cu  Recommend

RCCP 15: Regulation, 
ight 

Relevant to all custodian 
banks 

Recommendation met  
Supervision and Overs

 

Main conclusions  

25.In general the draft Recommendations that relate to efficiency a
integration were considered not to be relevant for this exercise given
emphasis and the remit of CEBS.  

nd market 
 the risk 

ostly 
. The only 
rocedures, 
concluded 

settlement 
a different 

ous during the exercise that the CRD was not drawn 
CEBS thus 
d RSSS 8, 

 partially met. However, in the informal roundtable with 
custodian banks CEBS was told that these operations only form a negligible 

y did not 

28.CEBS found that, similar to the RSSS, those custodian banks participating in 
the system largely meet the relevant RCCP through CRD and/or other relevant 
banking regulations.  

29.For those custodian banks that perform CCP-like activity, CEBS also found 
gaps (in particular RCCP 1 and RCCP 10). However, CEBS was unsure whether 

26.The RSSS relevant to all custodian banks have been found to be m
covered by the CRD and/or other provisions (the MiFID for example)
notable exception is RSSS 16 regarding communication p
messaging standards and Straight-Through Processing where CEBS 
that the recommendation was indirectly met. 

27.Regarding the RSSS relevant only to custodian banks internalising 
rather than using a CSD to perform such functions, CEBS came to 
conclusion. It became obvi
up with custodian banks that operated such functions in mind. 
found that a number of Recommendations, most notably RSSS 2 an
were not or only

part of their day-to-day business. Some participants said that the
perform such operations at all.  
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y bank actually carried out such activity other than in their 
function as GCM.  

regulatory 
elevant to 

al risk 
linked with this activity) in order to fully address relevant post trading risks for 

ework, in 
some of 

t work on 
 BCBS and CEBS could contribute to address 

mentation 

ignificance 
wishes to clarify 

er than in 
sessment, 
.  

e proposal 
ouncil, to 

aps in the 
should be 
cent BSC-
Custodian 
lysis and 

e banks. It is envisaged that this Task Force will start 
sis of this 
ated. One 

s that 
take place outside payment and settlement systems, which includes 
internalisation of settlement. 

34.If the materiality is not established the proposal would be for CEBS to revisit 
this issue in two years time, because the outcome of the assessment might 
change in the future if market practices change. 

 

 

in practice an

30.In general, CEBS believes that there are certain aspects of the 
framework that could be reinforced to more directly address issues r
custodian banks (i.e. intraday liquidity risk, operational risk and leg

these banks.  

31.CEBS also believes that on-going initiatives in the prudential fram
particular the forthcoming CRD amendments will be likely to address 
the shortcomings identified in the mapping and also the recen
liquidity risk conducted by the
some of the gaps. However this will ultimately depend on the imple
of these initiatives.   

32.Going forward, CEBS proposes to investigate in greater depth the s
of custodian banks internalising settlement. CEBS also 
whether there are any banks that internalise the CCP function oth
their capacity as GCM. In a further step, following the materiality as
CEBS may investigate the risks posed by those banks acting as GCM

33.As a further step beyond the above, if materiality is established, th
would be for CEBS, according with the direction provided by the C
investigate how to ensure a level playing field and fill existing g
legislation. In doing so, overlaps with other on-going initiatives 
avoided and synergies fully exploited. Particularly relevant is the re
PSSC initiative to set up a Joint Task Force on Correspondent and 
banking with the aim of developing a common foundation for the ana
evaluation of risk in thes
its work with an analysis of corresponding banking. On the ba
experience, expansion of the work to custodian banks will be evalu
of the special focus areas suggested is the risks associated with flow



Annex  

 

Mapping the ESCB-CESR draft Recommendations for Securities Settlement Systems (RSSS)  

Detailed ‘mapping’ of the draft recommendations and the CRD (and other relevant EU 
Directives and Level 3 guidance)  

ESCB-CESR RSSS 1: Legal Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Framework banks provisions 

Securities settlement syst
links between them or 
interoperable systems shoul
have a well-founded, c
transparen

ems, 

d 
lear and 

t legal basis for their
operations in the relevant 
jurisdictions. 

o cust
 internalising 

 m
n of 

s
 to 
 p
 t

should ensure similar 
guarantees and information 
for their clients/particip

ses 
un

ework 

ng f
activity are covere

th

ng the legal 
nt 
 other sets 

are more 
directly relevant (e.g. 
insolvency laws) than the CRD. 
The CRD focuses on the 
soundness of the banks and 

Recommendation partially 

king activities 
related to post-

ed from a 
t of view by the 

commendation could 
given the 

rovided 
ssity for 

wards the users.  

ally with 
ttlement finality 

(see key issue 5) CEBS believes 
the recommendation cannot be 
considered to be met in its 
entirety.  

 

settlement 

The recommendation
refers to the desig
system in order to offe
maximum protection a
transparency for the u
is therefore relevant
custodian banks that
internal settlement as

Relevant only t
bank

odian The CRD harmoni
banking activities 
European fram

ainly 
the 
r the 
nd 
ers. It 
the 

erform 
hey 

prudential point of vie

While custody ser
explicitly mentioned
CRD’s list of activiti
to mutual re
settlement activity it
on this list. Althoug
prudential point of 
risks stemmi

ants. CRD, as is any o
performed by the ba

However, regardi
certainty of settleme
operations there are
of regulation that 

all 
der a 
from a 
w.  

vices are 
 in the 

es subject 
cognition, 
self is not 

met 

Given that ban
(including those 
trading) are cover
prudential poin
CRD, the re
be considered met 
similar legal certainty p

h from a 
view the 

rom this 
d by the 
er activity 
nk.  

and the nece
transparency to

However, specific
regards to se
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not on the legal c
settlement o
However, as far as t
legal certainty implie
legal risk for those i
providing settlemen
the CRD provides 
tool to incentivis
confine their operat
legal frameworks th

ertainty of 
perations. 

he lack of 
s a higher 

nstitutions 
t services, 

an indirect 
e banks to 

ions to 
at provide 

an appropriate degree of legal 
certainty.   

1. As a general rule, the righ
liabilities and obligations aris
from laws, regulations, rules 
procedures, and from genera
applicable, non-negotia
contractual provisions gove
the operation of securities 
settlement systems, links (se
Recommendation 19) and 
interoperable syste

ts, 
ing 
and 
lly 

ble 
rning 

e 

ms, should be 
ble, 

  

clearly stated, understanda
public and accessible.  

2. The legal framework 
demonstrate a high degree
legal assurance for each aspect
the clearing and settle

should 
 of 

 of 
ment 

y valid 
ments for 

  

process, including legall
and enforceable arrange
netting and collateral.  

3. The rules and contractual 
arrangements related to the 
operation of the securities 
settlement systems and the 
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entitlement to securities sho
be valid and enforceable, eve
the event of the insolvency 
system participant, a participan
in a linked or interoperabl
system, or the operator of t
system or operators of linke

uld 
n in 

of a 
t 

e 
he 
d or 

interoperable systems.  

4. The operators should ident
the relevant jurisdictio
aspect of the clearing and 
settlement process, and shou
address any conflict of 

ify 
ns for each 

ld 
law issues 

  

for cross-border systems. 

5. All eligible CSDs gov
the law of an EEA Member
should apply to have their 
securities settlement systems 
designated under the Europe
Directive 98/26/EC on settlem
finality in payment and securit
settlement systems, as amended 
(hereinafter referred to as t
Settlement Finality Direc
relevant authorities shou

erned by 
 State 

an 
ent 
ies 

he 
tive). The 
ld 

actually designate the systems 
that meet the criteria of the 
Settlement Finality Directive 

 ent Finality Directive 
 to those 

signated as 
mber States. 

D does not 
directly address the possibility of 

tions performing a 
ice.  

es not directly 
 either. The 

banks’ financial 
 on the 

prevention of securities market 
 requiring a 
he settlement 

However the custodian bank that 
provides settlement services will 
have a greater exposure to 
operational, legal and 

The Settlem
(SFD) only applies
institutions de
systems by the Me
Therefore the SF

credit institu
settlement serv

The CRD do
address this issue
CRD focuses on 
soundness and not

disruption through
specific design of t
system.  
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reputational risk if
the internal settl

 the design of 
ement system is 

not appropriate.  

uld be argued 
ndirectly 

 to design 
ems according 
and best 

ctices to properly manage the 
relevant risks.  

In this regard it co
that the CRD i
incentivises banks
their internal syst
to good standards 
pra

6. For systemic risk purp
relevant public authorities
support the harmonisation
rules so as to minimise any 
discrepanc

oses, the 
 should 
 of 

ies stemming from 
different national rules and legal 
frameworks 

  

 

ESCB-CESR RSSS 2: Trade 
Confirmation and Settlem

Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
ent 

Matching 
banks provisions 

Confirmation of trades betwee
direct market participa
occur as soon as possible afte
trade execution, but no l
trade date (T+0). Where 
confirmation of trades by i
market participants (such a
institutional investors) is re

n 
nts shou

r 
ater th

ndire
s 
quir

it should occur as soon as 
possible after trade execution, 
preferably on T+0, but no later 
than T+1. 

Relevant only to cust
 

 of 
e
s

banks that internalise 
settlement activities, since 
similar rules to those relating 
to the CSD’s activities should 

n be ensu
gh the general p

on operational risk in 
e 

ets 
nt fo

activity under the basic 
indicator approach (Part I of 
Annex 10), leaving open the 
amount of capital required 

n partially 

tion addresses 
eneral 

ures. As such, 
titutions that 

 settlement. The 
recommendation’s central aim is 
for the confirmation of trades to 
occur as soon as possible. There 
is an operational risk linked to 

ld 

an 

ct 

ed, 

banks internalising
settlement 

The recommendation m
refers to the design
systems. It is therefor
relevant only to the cu

odian Coverage ca
throu

ainly 
the 
 
todian 

(Annex X of Directiv
2006/48/EC).  

The general rule s
capital requireme

red 
rovisions 
the CRD 

a 15% of 
r custody 

Recommendatio
met 

The Recommenda
issues relating to g
settlement proced
it is relevant to ins
perform internal
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Settlement instructions shoul
matched as soon as possible a
for settlement cycles that ext
beyond T+0, this should occu
later than the day befo
specified settlement da

d 
nd, 

end 
r no 

re the 
te. 

adva
approaches.  

 a
x 10) 

m
to

es
g me

g
 business lin

ancial 
e account of 

stodianship 
h as 

agement”. 

ncourages 
onitor, 

age the risks 
 is exposed to. In 

s these 
can be 

 best 
design of a 

he CRD 
would indirectly provide 
incentives for institut s to 
follow these recommendations. 

be under the more nced 

In the standardised
(part 2 of Anne
“Payment and settle
business line refers 
transmission servic
and administerin
payment” and the “A
services”
“Safekeeping and 
administration of fin
instruments for th
clients, including cu
and related services suc

pproach 
the 
ent” 
 “Money 
, Issuing 
ans of 
ency 

e refers to 

cash/collateral man

Moreover Pillar II e
banks to properly m
control and man
the institution
this regard as far a
recommendations 
considered as the
standards for the 
settlement system, t

ion
 

this activity
increases with 

/task, which 
the length of the 

confirmation period.   

ral operational 
 the CRD that 

ivity. 
ld be noted that 
ment 
ot recognised 

e although this 
activity has specific operational 
risks. 

There is a gene
risk provision in
covers custody act
However, it shou
the internal settle
“business line” is n
in any specific lin

1. Confirmation of trades between 
direct market participants should 

r 
trade execution, but no later than 
T+0. 

  

occur as soon as possible afte

2. When confirmation/affirmation 

plied. 

  

be ap
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of trades by indirect ma
participants is required 
regulators, clearing system
market participants, it sho
occur as soon as possible a
trade execution, preferably
T+0, but no later than 

rket 
by 

s or 
uld 
fter 
 on 

T+1. 

3. Settlement instructions s
be matched prior to settleme
and no later than the day be
the specified settlement d
settlement cycles longer tha
T+0. This does not apply to
of-payment transfers in tho
system

hould 
nt 
fore 

ate for 
n 
 free-
se 

s where matching is not 
required. 

  

 

ESCB-CESR RSSS 3: 
Settlement Cycles and

Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
 

Operating Times 
banks provisions 

Rolling settlement should be 
adopted in all securities 
Final settlement should occur 
later than T+3. The benefits
costs of EU-wide settlement 
cycles shorter than T+3 shoul
evaluated. The operating ho
and days of CSDs should be 
at least during the operating
of the relevant paym

marke
n

 an

d
urs
op
 ti

ent syste
(at least during TARGET2 
operating times for transactions 
denominated in euro). 

ainly 
ign of the 

system and the efficiency of 
tions for  
s.  

s not 
anks 

performing solely custody 
services since any existing 
risks are borne by the market 
participants. 

- - 
ts. 
o 
d 

Not relevant  

The recommendation m
refers to the des

 be 
 
en 
me 
m 

the settlement opera
settlement customer

The recommendation i
relevant to custodian b

 16 



 

ESCB-CESR RSSS 4: Central 
Counterparties – CCPs 

Relevance to custodian CRD and/or other 
provisions 

Outcome of the ‘
banks 

mapping’  

The benefits and costs of 
establishing a CCP should be 
evaluated. Where a CCP mechan
or guarantee arrangement ha
introduced, it should
against the ESCB-CESR 
Recommendations pertaining 
CCPs or against the ch
guarantee arrangem

i
s be

 be assessed 

to 
ecklist for 

ents 
respectively. 

dation is not 
t 
 to the 

activities of custodian banks. 

- - 

sm 
en 

The recommen
relevant since it is no
specifically addressed

Not relevant 

 

ESCB-CESR RSSS 5: Securities Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Lending banks provisions 

Securities lending and bor
(or repurchase agreeme
other economically equivalen
transactions) should be 
encouraged as a method for 
avoiding settlement failures 
expediting the settlement of 
securities. Barriers that inhi
practice of lending securities f
this

rowin
nts and

t 

an

bit 
or 

 purpose should be remove
The arrangements for securitie
lending should be sound, safe a
efficient. 

all cu

ng 
peration w

the same time taking a

  

of view, this 
is an activity that can be 
developed by any credit 
institution and is thus 
relevant to all custodian 

are defined
e 200

e 
nnex VIII is 

 con
sac
egarded 

a mitigant 
rket disrupt

addition, Article 78 di
addresses securities 
lending/borrowing.  

ation met. 

not pose any 
odian banks 

s lending 
either as a participant in the 

t or as a 
ternal settlement.  

overed for all 
s in the CRD.  

d, it should be 
noted that the CRD does not 
directly ‘encourage’ specific 
practices to mitigate risks of 
settlement market disruption.  

g 
 

d 

the 

Relevant to 
banks 

The objective of this 
recommendation is to 
encourage securities le
as a way of smoothi
settlement o

d. 
s 
nd 

of the risks stemming f
securities lending.

From a risk point 

stodian Securities lending an

nding 
the 
hile at 
ccount 
rom 

borrowing 
3 (n) of Directiv

In general, Directiv
2006/48/CE, A
applicable, as it is
collateralised tran
it should not be r
directly as 
risk of ma

d 
 in Article 
6/49/CE. 

Recommend

The CRD does 
barrier to cust
providing securitie

sidered a 
tion. But 

settlement marke
provider of in

to the 
ion. In 
rectly 

The ‘risk’ part is c
custodian bank

On the other han
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banks.  

iew of  
ool for 

 
evant 

ks that 
ement.  

odian banks 

 securities 
of 

ctioning of 
ent 

as the 
ning of this 

ss 
and 

 the 
ank it is also 

relevant from a prudential 
point of view.   

se banks that 
t services will 
o operational, 

tional risk if 
ide securities 

eir settlement 
customers.  

gard it could be argued 
directly 

s to provide 
ng in connection 

ement as a 
f managing the above- 

mentioned risks. 

From the point of v
securities lending as a t
smoothing settlement
operations, it is only rel
to custodian ban
internalise settl

For those cust
that provide internal 
settlement services
lending could be a way 
smoothing the fun
the internal settlem
operations. As far 
smooth functio
service implies le
operational, legal 
reputational risk for
custodian b

However tho
provide settlemen
be more exposed t
legal and reputa
they do not prov
lending to th

In this re
that the CRD in
incentivises bank
securities lendi
with internal settl
way o

1. The relevant public autho
should remove any impedim
(e.g. le

rities 
ents 

gal, tax and accounting 
framework) to the development 

rities 

  

and functioning of secu
lending. 

2. Securities lending and 
borrowing should be encour
as a method for expediting 

aged 

securities settlement and reducing 
settlement failures. Where they 
exist, securities lending 
arrangements should meet the 

 

 rities lending nor 
ave been 
 for “avoiding 

settlement failures”.  Both 
operations are part of the 
normal day to day operations of 
the banks that are allowed to do 

Neither secu
REPO operations h
originally designed
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requirements of the partic
market in order to minim
settlement failures. Securi
lending services, in conn
with securities settleme
processes, can be arranged 
bilaterally or as an automated a

ular 
ise 
ties 

ection 
nt 

nd 
centralised facility. 

ies lending 
ficient 

r, in 
f 

, 

arrangements may not be justified 
from a cost-benefit perspective. 

t participants. 
h transactions 
overing short 
cases, and 
p the banks to 

r transactions.    

anks that 
 services will 

ed to operational, 
tional risk if 

not provide securities 
lending to their settlement 

uld be argued 
rectly 

e banks to provide 
ding in connection 

 internal settlement as a 
way to manage the above- 

. 

3. A centralised securit
facility can be an ef
mechanism for reducing 
settlement failures. Howeve
markets where the number o
settlement failures remains low
centralised securities lending 

them – as marke
Nevertheless, bot
can be used for c
positions in some 
therefore, will hel
settle thei

Moreover those b
provide settlement
be more expos
legal and reputa
they do 

customers.  

In this regard it co
that the CRD indi
incentivises th
securities len
with

mentioned risks

4. Supervisors and overseers 
should have policies and 
procedures to ensure that r
stemming from securities len

isks 
ding 

activities are appropriately 
bject to

t.   

  is provision 
r as it requires internal 

controls and procedures to be at 
an adequate level. 

managed by entities su
their supervision and oversigh

 

The CRD covers th
insofa

5. In order to preserve its 
financial integrity, the princi
centralised securities lendin

pal to 
g 

arrangements should apply 
adequate risk management and 
mitigation measures in line with 
the requirements set out in 
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Recommendation 9.  

6. Entities providing securi
lending for securities settlem
should in no case be allowe
run debit balances or to crea
securities. Clients’ assets sh
only be used with their exp
consent. See also key issu

ties 
ent 

d to 
te 

ould 
licit 

es 5 
and 6 of recommendation 12. 

  s cover these 
aspects.  
MiFID provision

 

ESCB-CESR RSSS 6: Central 
Securities Depositories – CS

Relevance to custodian 
banks 

CRD and/or other Outcome of the ‘mapping’  
Ds provisions 

Securities should be immobilis
dematerialised and transferre
book entry in CSDs to the great
possible extent. To safeguard 
integrity of securities issues and t
interests of investors, the 
should ensure that the i
and transfer

ed or 
d by

e
the

CSD 
ssue, hold

 of securities are 
conducted in an adequate and 
proper manner. 

 

Relevant to all custodian 

 functi
ng 
, 

s via 
atin

ions) are 
 no l

ks the 
recommendation is 

ant t
  

rtant f
 that 
ness.  

The recommendation mainly 
requires a sound organisation 
that ensures investors’ 

There is no specific p
s t

FID has i
ovisions to 
: 

04/39/EC, 
cifies 

ts ensuring 
ection. 

/73/EC, 
19 further 

n the 
organisational 
requirements mentioned 
under the Level 1 
Directive. 

n met: 

application of MiFID ensures 
the same outcome as the 
application of the 
recommendation. 

 
st 
 
he 

ing 

banks 

Since some CSD
(such as maintaini
securities accounts
transferring securitie
book entry and facilit
corporate act
performed by most if
custodian ban

ons 

the CRD to addres

However, M

g 
also 

t a l 

o 

or 

e
organisational 
requiremen
investors’ prot

- Directive 2006
Articles 16 to 
elaborate o

considered to be relev
all custodian banks.

It is even more impo
those custodian banks
perform CSD-like busi

rovision in 
his issue. 

n place 

Recommendatio

The 
i

the necessary pr
address the issue

- Directive 20
Article 13 sp
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protection. 

1. Immobilisation or 
dematerialisation and tran
book entry in CSDs shou
implem

sfer by 
ld be 

ented to the greatest 

   

possible extent. 

2. The recording and transfer of 
securities issued in a CSD or an
entity which performs CSD functi
should be based on best 
practices and end-to-end audit 
which will help to ensure

 
ons 

accounting 
trails, 

 the 
egu  

   

integrity of the issue and saf
the interests of the investors. 

ard

3. As CSDs uniquely combine the
provision of final settlement with
recording of changes in legal tit
resulting from securities 
they should avoid credit and liq
risk to the greatest possible ext
CSDs have to mitigate their 
associated risks in accordance w
the requirements set out in the

 
 the 

le 
transactions 

uidity 
ent. 

ith 
se 

recommendations. Besides, the risks 
involved in offering CCP services are 
of a different nature to those raised 
by performing CSD activities and 
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therefore require exceptionally 
levels of risk management t
necessitate separating the 
services into a distinct legal en

high 
hat 

CCP 
tity. 

 

ESCB-CESR RSSS 7: Delivery Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
versus Payment – DvP banks provisions 

Principal risk should be elim
by linking securities tran
fund transfers in a 

ina
sfers 

way that 
achieves delivery versus 
payment. 

 

o cust
s internalising 

s to prot

edit 
wo 
e th

k

protects against the cre
of artificial securities. 

prov
e

ss 

ted 
to 

Relevant only t
bank

odian Operational Risk 
under Annex X of Dir

settlement 

Because it aim
their customers by 
minimising the cr
exposure between t
to a trade that settl
transaction in the boo
the custodian bank. It 

ect 

parties 
e 
s of 
also 
ation 

2006/48/EC addre

isions 
ctive 

this issue.  

Moreover Pillar II e
banks to properly m
control and manag
the institution i
this regard as 
be considered as the
practice, the CRD
indirectly prov

nc
o

e t
s expo
far as 

 best 
 wo

ide inc
the use of this arrang
when performing inte
settlement.  

Recommendation indirectly 

directly 
e, because the 
n banks’ 
ss and not on 
ies market 

disruptions through requiring a 
specific design of the settlement 

 that provide 
s will be more 

perational, legal 
and reputational risk if the 

nal settlement 
 not appropriate.  

 could be argued 
directly 

to design their 
ems according to 

s and best 
practices to properly manage 
the above-mentioned risk. 

The CRD provisions provide 

ourages 
nitor, 
he risks 
sed to. In 

DvP can 

met  

The CRD does not 
address this issu
CRD is focused o
financial soundne
preventing securit

uld 
entives for 
ement 
rnal 

system.  

However banks
settlement service
exposed to o

design of the inter
system is

In this regard it
that the CRD in
incentives banks 
internal syst
good standard
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indirect coverag

recommendati
operational risk p
(which also includ

e of the issue 
addressed by the 

on through its 
rovisions 
es legal risk).  

ian bank does 
xposes its 

erparty risk but 
faces operational 

which are 
the CRD. The CRD, 

al against 

encourages DvP rather than free 
deliveries. 

Where the custod
not offer DvP it e
clients to count
in any case 
and legal risks, 
covered by 
by requiring capit
these risks, indirectly 

1. The technical, legal and 
contractual framework should 

   

ensure DVP. 

2. All securities transact
against ca

ions 
sh between direct 

d be 

   

participants of the CSD shoul
settled on a DVP basis. 

 

3. The length of time between t
blocking of the s

he 
ecurities and/or 

cash payment and the moment 
when deliveries become final 
should be minimised. 

   

 

ESCB-CESR RSSS 8: Timing of Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Settlement Finality banks provisions 
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Intraday settlement fina
should be provided through 
time and/or multiple-batc
processing in order to re
risks and allow effectiv
settlement across syst

lity 
re

h 
duce 

e 
ems 

t
lising 

 

rnal
ge 

es since 
 
 or via 

D should be neutral for 
their clients.  

 cor
d internal 

inality. 

 

tion not met 

ality Directive 
e to custodian 

ey are not 
“systems” 

 custodian 
ernalizing settlement 

 and 
nature, for example 

seeks indemnity 
n for a 

ure that occurred 
in the custodian bank’s own 

t directly 
 issue, because the 

n banks’ financial 
not on 

market 
disruption through requiring a 

the settlement 

bank that provides 
es will be more 

perational, legal 
and reputational risk if the 
design of its internal settlement 
system is not appropriate.  

al-
Relevant only to cus
banks interna
settlement

odian 

ising 

The CRD refers to
governance an
controls, but it does 
specifically address t
settlement fCustodian banks inte

settlement should man
these operational issu
the effects of settling
transactions internally
the CS

a

porate Recommenda

not 
he issue of 

The Settlement Fin
is not applicabl
banks as th
designated as 

The risks for the
banks int
are both of a legal
reputational 
where a client 
from the custodia
settlement fail

books  

The CRD does no
address this
CRD focuses o
soundness and 
preventing securities 

specific design of 
service.  

However the 
settlement servic
exposed to o
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1. The timing of settlem
finality has to be clearly defi
in the rules of the systems, whic
require transfer orders 
deliveries of securities 
payment to be irrevocable, 
enforceable and supported by the 

ent 
ned 

h 
and 
and 

legal framework. 

   

2. Settlement finality should
provided in real time and/or 
multiple-batch processing dur
the settlement day. Where 
multiple-batch processing 
there should be a sufficient 
number of batches distribut
across the settlement day 
to allow interoperability ac
systems in the EU and to allo
securities transferred through 

 be 
by 
ing 

is used, 

ed 
so as 
ross 

w 

links to be used during the same 
er

   

settlement day by the receiv . 

3. The settlement system and
participants should execute th

 its 
e 

transactions without undue delay 
h are 

   

as soon as securities and cas
available. 

4. The rules of the system should 
prohibit the unilateral revocation 
of unsettled transfer instructions 
late in the settlement day. 
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ESCB-CESR RSSS 9: CSD Risk 
Controls to Address 
Participants’ Failures to Settle 

Relevance to custodian CRD and/or other 
provisions 

Outcome of th
banks 

e ‘mapping’  

CSDs that extend intraday cr
to participants, includin
that operate net settleme
systems, should institute 
controls that, as a minimum
ensure timely settlement in th
event that the participan
largest payment obligation is 
unable to settle. The most rel
set of controls is a combinatio

e
g CSDs 

nt 
risk 

, 

t with

i

collateral requirements and lim

dit 

e 
 the 

able 
n of 
its. 

Relevant to all custo
banks 

o
o 

ent 
 the 

en
le

t e
 may be
at add 

their overall credit and 
liquidity risk exposure. 

rol is 
red t

06/48/EC
i

the for
o

Articles of the same 

 bot
t
i

ts 
sures,
rnance 

ngements require
Article 22 of the Dire

i
a

onit
ificati

ce t
ca
 o
n 

at 
“Institutions should have cash 
and collateral management 
systems that adequately reflect 
the procedures and processes 

endation met 

at credit 
hus, custodian 
y risk controls 

ll exposure. Whilst 
D does not explicitly 

-day 
required by this 
n, the CRD 
s to monitor 

ures and grants 
ools for 

supervisory coordination and 
 these exposures. 

advice on 
dresses the 
 organisation’s 

taking into 
y risks, 

a-day. This could 
be considered as addressing 

to some degree the liquidity 
tained in this 

d limits, the CRD 
se 2 elements. 

They are listed as risk mitigants: 

– collateral, because the 
capital requirements are lower 

dian 

dian 
other 

of that 

Credit risk cont
extensively refer
Directive 20
liquidity risk control 
mentioned, in 
level principles, in s

In cases where a cust
bank provides credit t
parties, the treatm
risk position should be
same as custodian ban
other positions and h

k’s 
ce this 
vant. 

xtend 
 left 
to 

The CRD requires
quantitative risk con
measures through m
capital requiremen
qualitative mea
the robust gove
arra

recommendation is re

Custodian banks tha
intra-day credit
with positions th

o in  
 while 
s 
m of high 
me 
Directive.  

h 
rol 
nimum 
as well as 
 such as 

The CRD states th
institutions and, t
banks should appl
to their overa
the CR
address the intra
component as 
Recommendatio
provides the tool
intraday expos
supervisors the t

d in 
ctive 

res sound 
nting, on-

oring and 
on. 

monitoring of

The recent CEBS 
liquidity risk ad
robustness of an
risk management, 
account all liquidit
including intr
also 

2006/48/EC.  

Annex V, No 3, requ
criteria for credit-gr
going 
administration/m
adequate divers

In addition to the CR
recent CEBS advi
Commission specifi
to the management
risk. Recommendatio
particular states th

D, the 
o the 
lly refers 
f liquidity 

provisions con
recommendation. 

Regarding the reference to 
10 in collateral an

also mentions the

Recomm
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of different pay
settlement systems 
ensure effective mo
their intraday need
legal entity level as
the regional or grou
depending on the li

ment a
in 
nitoring of 
s, a
 we
p l
qui

management in place.”

mposes large 
ts to control 

: a) an 
5% for 
 
25% limit 

nterparties. 
s required 

xposures 
exceeding 10% of own funds 

 C

 quality of the 
collateral; and 

eneral rule. In 
e is indirect 
to use these 2 

 in the risk 
nd control 

framework as risk mitigants. 

nd 
order to 

the greater the

t the 
ll as at 
evel, 
dity risk 
  

- limits, as a g
both cases, ther
encouragement 
possibilities
management a

The CRD also i
exposure limi
credit exposures
aggregate limit of 2
lending to connected
counterparties; b) a 
on all individual cou
Regular reporting i
for any large e

as described in the RD. 

1. A CSD that extends intra
credit to participants should
minimum, ensure timely 
settlement in the event tha
participant with the larg
payment obligation is una
settle. Risk controls shou
imposed

day 
, at a 

t the 
est 

ble to 
ld be 

 to control potential 
losses and liquidity pressures 
from participants’ failures to 

 cle 75 (b) (Minimu
s) of Dire

4, 10
ss of syst

controlling collateral, 
availability, and cash
Directive 2006/48/EC.

icle refers to the 
ssment of 
risk faced by 
 Custodian 

e additional risk 
e on-going 

 procedure. However, 
positions is 

t with in the existing parts 
of Directive 2006/48/EC 
(counterparty credit risk, large 
exposures, etc.).   

settle. 

Arti m level 
ctive 

8 
ems for 
credit 
) of 
 

The existing Art
qualitative asse
various types of 
credit institutions.
banks may fac
positions from th
settlement
the risk of these 
deal

of own fund
2006/48/EC.  

Annex VII, Part 
(Effectivene

2. Overdrafts or debit balances in 
securities should not be 
permitted. 

 Overdrafts or debit balances in 
securities are not permitted, 
but there is the possibility that 
repo transactions can be 
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undertaken. Howe
are covered in

ver, repos 
 Directive 

2006/49/EC.   

3. The probability and pote
impact of multiple settle
failures should be evaluate
relative to the costs to en

ntia
ment 

d 
sure 

settlement in such an event. 

 ph (16), 
49/EC it is 

ssary to 
andards for 

curred by credit 
vide a 

ramework for 
of the risks 

ions, in 
sks, and 

sition risks, 
 

and foreign-exchange risks. 

 l In the recitals, parag
to Directive 2006/
stated that it is nece
develop common st
market risks in
institutions and pro
complementary f
the supervision 
incurred by institut
particular market ri
more especially po
counterparty/settlement risks

ra

 

ESCB-CESR RSSS 10: Cash Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Settlement Assets banks provisions 

Assets used to settle paymen
obligations arising from secu
transactions should carry li
no credit or liquidity risk. I
central bank money is not us
steps must be taken to prote
the participants in the sy
from potential losses and liq
pressures a

t 
rit

ttle 
f 

e
ct 

stem 
uidity 

rising from the failure 
of the cash settlement agent 
whose assets are used for that 
purpose” 

only to cust
g 

the recommenda
addresses the quality o
assets used in the settl
procedure.  

dresse
EC

d Annex V

ns t
isk to
the CRD 

t
es. 

, c
the

sources of risk (price risk, fx 
risk) taking into account the 
maturity mismatch (between 
the underlying asset and the 

ion indirectly 

lateral for credit 
poses is set 

CRD so that when the 
risk is directly borne by the 

 is aligned with 
ion.  

rdance with the 
recommendation counterparties 
in the settlement procedure are 
free to define the eligible assets 
they are willing to accept from 

ies 
or 

d, 

banks internalisin
settlement  

Since 

Relevant odian The issue is ad

tion 
f the 
ement 

Directive 2006/48/
90 to 93 an

For the transactio
rise to a direct r
custodian banks 
defines eligible colla
mitigation purpos
collateral is eligible
haircuts apply for 

d in 
, Articles 
III. 

hat give 
 

Recommendat
met 

The use of col
risk mitigation pur
out in the 

eral for 
If the 
ertain 
 different 

custodian bank it
the recommendat

However, in acco
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collateral). 

n
ri
o
s

t 
m

ntin
al, leg

) borne b

performing internal se

When the transactio
give rise to a direct 
custodian bank but f
settlement customer
still provides indirec
to follow the recom
as a way of preve
risks (operation
reputational
custodian bank when

 does not 
sk for the 
r the 
, the CRD 
incentives 
endation 
g other 
al and 
y the 
 
ttlement.  

 

 In this sense, 
ation is slightly 

n the 
ed by the CRD 
ateral, and its 

use, is clearly defined.  

 of assets to 
obligations when 
ank is directly 

 assets, the 
 considered stricter 

ndation.  

ers themselves are 
e CRD provides  

hrough 
 for the 
 perform their 

activities in ways that limit risks 
om these activities.  

on RSSS9 
relating to the collateral 
provisions also apply here. 

their customers.
the recommend
more relaxed tha
framework describ
where eligible coll

Regarding the use
settle payment 
the custodian b
exposed to these
CRD can be
than the recomme

When custom
exposed, th
indirect coverage t
general incentives
custodian banks to

stemming fr

Comments made 

1. For transactions d
in the currency of the countr
where the settlement 
CSDs should settle cash 
payments in central bank mo
whenever practicable and 
feasible. For this reason
banks 

enominated 
y 

takes place, 

ney 

, central 
may need to enhance the 

operational mechanisms used for 
the provision of central bank 
money. 
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2. If central bank money is 
used as asset to settle obligat
in a currency, steps must be 
taken to protect participants
potential losses and liquidity 
pressures arising from the fa
of the cash settlement age
whose assets are used for th
purpose. Where both central 
commercial bank money f
are offered, the choice to us
commercial bank money sh
be at the so

not
ions 

 from 

ilure 
nt 

at 
and 

acilities 
e 

ould 
le discretion of the 

    

participant. 

3. Only regulated financial 
institutions with robust legal, 
financial and technical capaci
accordance with EU prudentia
equivalent) regulation, should 
allowed to act as cash sett
agents. When central bank m
is not used, the CSD acting a
cash settlement agent shoul
in place adequate risk measu
as described in Recomm
9 in order to protect particip
from potential losses an
pressures. There should 
sufficient information fo

ty, in 
l (or 
be 

lement 
oney 
s 

d put 
res 

endation 
ants 

d liquidity 
be 

r market 
nd 

 
ces. 

   

participants to identify a
evaluate the risks and costs
associated with these servi

4. The proceeds of securities 
settlements should be available 
for recipients to use as soon as 
possible on an intraday basis, or 
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at least on a same-day basis. 

5. The payment systems used for
interbank transfers among 
settlement banks should 
the Core Principles for 
Systemically Important Paym

 

observe 

ent 
Systems (CPSIPS). 

   

 

ESCB-CESR RSSS 11: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Operational Risk banks provisions 

Sources of operational ris
in the clearing and settle
process should be identifi
monitored and regu
assessed. This risk shou
minimised through the 
development of appropria
systems and effective contro
and procedures. Systems an
related functions should (i) b
reliable and secure, (ii) be b
on sound technical solutions
be developed and main
accordance with proven 
procedures, (iv) have adequ
scalable capacity, (v) have 
appropriate business continui
and disaster recovery plans 

k aris
ment 
ed, 

larly 
ld be 

te 
ls 
d 
e 
as
, (

tained i

at

ty
that 

allow for the timely recovery of 
operations, and (vi) be subject to 
frequent and independent audits. 

 

custo

ks are
t to operational r

part of their day-to-day

i
 th

at ar
ese 

sk cou
stabil

o 
 of th

dl

in the securities market
where the custodian ba
provides internal settle

t 
e

es p
eral 

eg
measurement, mana
and monitoring of op

es 
per tional 
on the 
ach there 
ents for 
afekeeping 

n of financial 
e account of 
ustodianship 
es such as 

gement”) 

In addition, CEBS Guidelines 
on Validation (published on 
April 2006), in particular part 4 

n met 

Operational risk stemming from 
custody services is covered in 

s addressing 
l risk 
applicable to 

ming all 
the activities related to custody 
(including internal settlement).   

 

ing Relevant to all 

All custodian ban
subjec

ed 
iii) 
n 

e, 

 

operations.  

This recommendation 
especially relevant to
custodian banks th
internalisers. For th
the operational ri
lead to a financial 
risk through the risk t
solvency/liquidity
institution and, secon
through the risk of disr

dians 

 
isk as 
 

All banks are subjec
requirements for op
risk for all activiti
and there are sev
recommendations r

s 
ose 
e 
banks 
ld 
ity 
the 

e 
y, 
uption 

risk. 

In particular Articl
and Annex X on O
Risk (e.g. in Part 2 
Standardized appro
are capital requirem
agency services: “S
and administratio
instruments for th

 
nk 
ment.  

clients, including c
and related servic
cash/collateral mana

to capital 
rational 
erformed 

Recommendatio

arding 
gement 
erational 

102 -105, 

the CRD.  

The general rule
sound operationa
management are 
custodian banks, perfor

a
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on the supervisory a
of validation 
operational risks
guidance on the 
implementation, va
assessment 
management and ris
measureme
credit instituti
investment firm
calcu

ssessment 
regarding 

, contains 

lidation and 
of the risk 

k 
nt systems used by 

ons and 
s for the 

lation of their capital 
requirements. 

1. Sources of operational risk 
clearing and settlement activi
(including systems operators) 
related functions/services s
be regularly identified, monito
assessed and minimised.
policies and procedures shou
established to address those 
risks, includ

in 
ties 
and 

hould 
red, 

 Clear 
ld be 

ing risks from those 
operations that are outsourced to 
third parties. 

. 

ral ris
t standar
6/48/EC

teria con
tion and 

of Operational Risk) o
C

credit ins
e

EC

rt 3, paragraph 12 
(Operational Risk – Advanced 

t Approa
48/EC

 refers to risk 
in general, 

 arising from 
ions can be 

ncluded. So, 
icle 123, as 
 and V, would 
rectly) to this 

minimisation of 
ven if there is 
nce to it, there 

erence to it 
when capital is required, and the 
CRD explicitly requires capital 
for this risk. 

Article 22 (gene
managemen

k 
d) of 
. 

12 
cerning 
treatment 
f 
. 

titutions’ 
s) of 
. 

When the CRD
management 
operational risk
custody operat
considered to be i
Article 22 and Art
well as Annexes X,
refer (at least indi
point. Regarding 
operational risk, e
not a direct refere
is an implicit ref

Directive 200

Annex V, paragraph 
(technical cri
the organisa

Directive 2006/48/E

Article 123 (
assessment process
Directive 2006/48/

Annex X, pa

Measuremen
Directive 2006/

ches) of 
. 

2. Operational risk policies an
procedures should be clearly 

d 

defined, frequently reviewed and 
updated and tested to remain 
current. The responsibilities of the 
relevant governance bodies and 

is
ar

Directive 2006/48/EC. 

Annex V, paragraphs 2 and 12 
(technical criteria concerning 

ses the key 
ies of the 

relevant governance bodies and 
senior management” directly, 
whereas “periodic independent 
audit of the information system” 

Article 22 (general r
management stand

k 
d) of 

Article 22 addres
issue “responsibilit
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senior management shoul
clearly established. Ther
be adequate managem
controls and sufficient (and 
suitably well-qualified) perso
to ensure that procedures 
implemented accordingly. 
Information systems should
subj

d be 
e should 

ent 

nnel 
are 

 be 
ect to periodic independent 

audit. 

 

 
al Risk) o
06/48/EC

ned implicitly 
ld be appropriate. 
onducted by 

rities in terms 
should not be 

nto account.  

ts referring to 
ocedures are 

covered by Annex V paras. 2 
and 12. 

ment concerning 
ddressed 
er this 
d be derived 

3 which requires 
 strategies and 

can only be 
achieved when sufficient and 
suitably qualified personnel are 
in place. 

the organisation and
of Operation
Directive 20

treatment 
f 
. 

is only mentio
which shou
The audits c
competent autho
of Article 124 
taken i

The requiremen
policies and pr

The require
staffing is not a
explicitly. Howev
requirement coul
from Article 12
comprehensive
processes which 

 

3. There should be b
continuity and disaster r
plans to ensure that the sys
able to resume business 
activities, with a reasona
degree of certainty, a high
of integrity and sufficient ca
as soon as possible after t
disruption. Contingency pl

usiness 
ecovery 

tem is 

ble 
 level 

pacity 
he 
ans 

should, as a minimum, provide 
for the recovery of all 
transactions at the time of the 
disruption to allow systems to 

 te
eria concerning th

organisation and trea
 

credit ins
cesse
48/EC

Article 22 (general risk 
management standard) of 
Directive 2006/48/EC. 

ent for the 
business 
and the capacity 

ption of 
tivities is directly 

nnex V, para 13. 
ent for appropriate 

 not 
 but can 

implicitly be derived from  
Annex V, para. 13 which 
requires the ability to operate on 
an on-going basis and to limit 

Annex V, para 13 (
crit

chnical 
e 
tment of 

Directive 

titutions’ 
s) of 
. 

The requirem
existence of a 
continuity plan 
for an early resum
business ac
covered by A
The requirem
back-up facilities is
mentioned directly

Operational Risk) of
2006/48/EC. 

Article 123 (
assessment pro
Directive 2006/
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continue to operate 
certainty. A second site shoul
set-up in order to meet th
obligations. Business conti
and disaster recovery pla
should be tested on a reg
basis and after any majo
modifications to the syste
Adequate crisis manage
structures, including formal 
procedures, alternative me
communication and co
(both at local and cross

with 
d be 

ese 
nuity 

ns 
ular 

r 
m. 

ment 

ans of 
ntact lists 
-border 

level) should be available. 

 

vent of severe 
ruption. 

rue of the 
regarding the 
 regular tests, 

ment 
tive means of 

tion and contact lists, 
t designated 
 which can be 
itly from the 

requirement for contingency 

or sufficient 
ed by Article 

deed, the processes 
mentioned in Article 22 comprise 
the systems mentioned in 

losses in the e
business dis

The same is t
requirements 
application of
adequate manage
structures, alterna
communica
which are no
explicitly but
derived implic

plans.  

The requirement f
capacity is address
22 No. 2. In

standard 11. 

4. All key systems should be 
reliable, secure and able to 
handle stress volume. 

. 

eneral ris
management standar
Directive 2006/48/EC

se these issues 
d by Article 22 

the criteria 
Reliability are not 

entioned. However, 
specific capital 

onal risk 
with custody 

 could be 
ctly covered. 

ce of sound 
 and back-up 

systems is even more important 
when dealing with clients’ 
orders, as the institution is 
acting on behalf of its clients, so 

Article 22 (g k 
d) of 
. 

In a broader sen
should be covere
No 2 CRD but 
Security and 
explicitly m
as there is a 
demand for operati
associated 
activities, this risk
regarded as indire
The importan
internal processes
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the maximum 
them must 
Moreover the
Security and Relia
importance for
derived from th
“proportionality

protection for 
be ensured. 

 necessity for 
bility and their 

 CSDs can be 
e 
” criterion laid 

down in Article 22.  

5. CSDs should only outsource
settlement operations or func
to third parties after the
of the relevant competent 
authorities, if it is required 
regulation. If it is not requir
they should at least notify in
advance the relevant compe
authorities, and should ens
that the external providers m
the relevant recommendation
The relevant outsourcin
should ha

 
tions 

 approval 

by 
ed, 
 
tent 

ure 
eet 
s. 

g entities 
ve the power to require 

adaptation of the outsourcing 
measures. 

. 

dit ins
 processe

Directive 2006/48/EC

n 
Dece

of th
romote an 

er
tsou

 a
or
d

 internat
European developments in the 
field of outsourcing. 

es on 
e at least as strict 
; the ultimate 
r the proper 
 the risks 

utsourcing or 
vities lies 

with an outsourcing institution’s 
t. 

stitution should 
r care when 

rial activities. 
stitution 

ld adequately inform its 
supervisory authority about this 
type of outsourcing.   

Article 123 (cre
assessment

titutions’ 
s) of 
 

mber 
e CEBS 

The CEBS Guidelin
Outsourcing ar
as ESBC-CESR
responsibility fo
management of
associated with o
the outsourced acti

CEBS Guidelines o
Outsourcing (14 
2006). The aim 
guidelines is to p
appropriate level of 
convergence in sup
approaches to ou
proposed guidelines
on current supervis
market practices an
into account

visory 
rcing. The 
re based 
y and 
 also take 
ional and 

senior managemen

An outsourcing in
take particula
outsourcing mate
The outsourcing in
shou

 

ESCB-CESR RSSS 12: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Protection of Customers’ 
Securities 

banks provisions 

Entities holding securities in 
custody should employ accounting 
practices and safekeeping 
procedures that fully protect 
customers’ securities. It is 

Relevant to all custo
banks   

sse
MiFID Article 13 (7) and (8): 

“7. An investment firm shall, 
when holding financial 

n met: 

The recommendation is mainly 
covered by MiFID. The legal risk 
is covered by the operational 

dian The issue is addre d by Recommendatio
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essential that custom
securities be protected aga
the claims of the creditors o
entities involved in the 
chain. 

ers’ 
inst 
f all 

custody 

longin
 adequa
s so as t

ownership 
 t  event 
rm's 

event the 
struments on 

count except with the 
client's consent. 

rm shall, 
belonging 
quate 

feguard the 
xcept in 

 credit institutions, 
prevent the use of client funds 

 account.” 

ns in Directive 
C in Annex X 

onal Risk). 

 

instruments be
clients, make
arrangement
safeguard clients' 
rights, especially in
of the investment fi
insolvency, and to pr
use of a client's in
own ac

g to 
te 
o 

risk provisio
2006/48/E
(Operati

he

8. An investment fi
when holding funds 
to clients, make ade
arrangements to sa
clients' rights and, e
the case of

for its own

1. An entity holding securitie
custody should employ best 
accounting practices, and sh
segregate in its books custo
securities from its own secur
so as to ensure

s in 

ould 
mers’ 
ities 

 that customer 
securities are protected, 

 of

 MiFiD Article 13 (7). 

 

 covered in MiFID, 
even with regard to the 
segregation aspect.  

particularly against claims
entity’s creditors. 

 the 

The issue is

2. At regular intervals, and a
least once a day, entities hol
securities in custody should
reconcile their records (e

t 
ding 

 
.g. with 

the issuer CSD, the investor CSD 
or a custodian bank, depending 
on the tiering of the custody 
chain)  so as to ensure that 

 
Measures Article 16: 
Safeguarding of client financial 
instruments and funds No. 1. 

 

The issue is covered in the 
MiFID. 

MiFiD Level 2 Implementing 
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customer claims can be satisf
in line with the implementation
MiFID

ied, 
 of 

.  

3. In addition to Key Issue 
national law should ensure 
customer securities are kept 
immune from any claims mad
creditors of the entity holding 
securities in custody or by e

1, 
that 

e by 
the 

ntities 
upstream in the custodial chain. 

  covered in MiFID. MiFiD Article 13 (7). The issue is

4. Entities holding securities 
custody should audit their b
on a regular basis to certify t
their clients’ individual securi
holdings correspond to the g
clients’ positions that the e
register in the CSD’s, regis
or depository’s books. 
should submit audit re

in 
ooks 
hat 
ties 
lobal 

ntities 
trar’s 

Entities 
ports to 

supervisory and oversight 

 ive
nnex 5 
and Article 

006/48/EC 
and Article 50, para. 2 MiFID 
(submission of reports). 

The aspects are covered in CRD 
and MiFID respectively.  

authorities upon request. 

Article 22 of Direct
2006/48/EC and A
(internal auditing) 
124 of Directive 2

 

5. Entities holding securities in 
custody must not use custom
securities for any purpose unl
they have obtained the 
customer’s explicit consent. 
records shall include de
client and of the financial 
instruments that they 
used to

er 
ess 

Their 
tails of the 

may have 
 enable the correct 

atio  
mechanism that might be 
applicable. 

  The issue is covered in MiFID. 

calculation in any loss alloc n

6. In no case should securities   No corresponding prohibition in 
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debit balances or securi
creation be allowed by ent
holding securities in custody. 

ties 
ities 

CRD.  

7. When securities are held
through several interm
the entity with which the 
customer holds the se
should ascertain whethe
adequate procedures for its 
customers’ protection a
(including, where releva
procedures applicable to all 
upstream intermediaries
should infor

 
ediaries, 

curities 
r 

re in place 
nt, 

), and 
m the customers 

 

 

 covered in MiFID. 

accordingly.  

MiFiD Article 13 (5). The issue is

8. Entities holding securities in 
custody should be regulated and 
supervised. 

CRD and MiFiD is applic
to Custodian banks 

6). 

MiFID Article 5 and Title IV. 

d Title V Chapter I. 
Section 1. and Chapter 4 
Section1 of Directive 
2006/48/EC.  

Custodian banks are subject to 
regulation via CRD and MiFiD 

able MiFiD Article 13 (

Chapter I. 

Article 6 an

 

ESCB-CESR RSSS 13: 
Governance 

Relevance to custodian CRD and/or other 
provisions 

Outcome 
banks 

of the ‘mapping’  

Governance arrangements f
CSDs should be designed to f

or 
u

public interest requirements and 
to promote the objectives of 
owners and market participants. 

o

This recommendation is 
addressed to CSDs especially 
in their function of being the 

rate 
ples

(applicable to companies of 
OECD Member States), the 
CEBS internal governance 
guidelines (Appendix 1) and 

n met 

OECD corporate governance 
principles, CEBS guidelines and 
specific CRD requirements in 
relation to governance 

lfil 
Relevant to all cust
banks 

dian The OECD corpo
governance princi  

Recommendatio
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the BIS’s 2
“Enhancing 
governance
organisations” addre
governance

006 paper 
corporate
 for banking 

s  internal 
, and the role of 

supervisors. 

ral risk 
t standard) of 

Directive 2006/48/EC. 

rate governance 

companies of OECD Member 

ddress all the 
relevant issues.  

 

 
arrangements a

s

Article 22 (gene
managemen

OECD corpo
principles (applying to 

States). 

1. Governance arrangements 
should be clearly specified and 

OECD corporate gove
principles and CRD Article 22. 

Covered by OECD corporate 
governance principles and CRD 

transparent.  

rnance 

Article 22 

2. Objectives and major decisio
should be disclosed to

ns 
 the 

nd 

OECD corporate governance 
principles and CRD Article 22. 

Covered by OECD corporate 
governance principles and CRD 

owners, market participants a
public authorities involved.  

Article 22 

3. Management and the Boar
Directors (“the Board”) sho
have the ince

d of 
uld 

ntives and skills 
needed to achieve objectives, and 

le for 

OECD corporate governance 
principles and CRD Articles 11 
and 22. 

Covered by OECD corporate 
governance principles and CRD 
Articles 11 and 22.  

should be fully accountab
their performance. 

4. The Board or the relevant 
governance body should have the 
required expertise and take all 
relevant interests into account.  

OECD corporate governance 
principles and CRD A
and 22.  

Covered by OECD corporate 
nce principles and CRD 

Articles 11 and 22.  
rticles 11 governa

5. Governance arrangements 

lement 
process. 

the 
ust
rri

as well.  

 CRD contains explicit 

heart of the sett

Given the fact that 
boundary between c
banks and CSD is blu
this recommendation s
be relevant for custody

ody 
ng 
hould 
 banks 

 39 



should include the identificatio
conflicts of interest and 
use resolution procedures 
whenever there is a possibilit
such conflicts occu

n of 
should 

y of 
rring.  

relation to the 
uties (for IRB 

 VII, Part 4, 
point 109). 

requirements in 
separation of d
institutions Annex

6. When appropriate, the rele
appropriate decision-makin
of the CSD should approve t
limits on total credit expos
participants, and on any large
individual exposures. When 
is a risk of a conflict of intere
such a decision should be taken 
with du

vant 
g level 
he 

ure to 
 

there 
sts, 

e regard to this conflict of 
interests. 

e l
set in different article
CRD.  

interests are 
addressed by MiFID.  

 explicit 
redit risk 

nd the separation 
B institutions 

Annex VII, Part 4, point 109). 

Credit risk exposur imits are 
s of the 

CRD contains
requirements on c
management a
of duties (for IR

Conflicts of 

 

ESCB-CESR RSSS 14: Access Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
banks provisions 

CSDs should have objective 
publicly disclosed criteria for 
participation that permit fa
ope

an

ir and
n access. Rules and 

requirements that restrict acce
should be aimed at controlling 
risk. 

is 
 to foster 
  

 matter 
e competition 

orities and should be 
ations 

The only point relevant to 
custodian banks is that they 
should be transparent about 

- - d 

 

Not relevant 

The aim of th

ss 
recommendation is
market integration.

Therefore this is a
mainly for th
auth
addressed by regul
other than banking 
regulation.  
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their relationships wit
institutions. However,
a general rule that
general must fulfil. I
addition this is not a 
of risk, but of transp

h credit 
 this is 

 banks in 
n 
matter 
arency.  

 

ESCB-CESR RSSS 15: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Efficiency banks provisions 

While maintaining safe and s
operations, securities settlem
systems should be cost-eff
in m

ec
e

ecti
eeting the requirements o

users. 

on is 
r other 

orities and 
dressed by 

regulations other than 
banking regulation. 

- - ure 
nt 
ve 
f 

Not relevant 

The recommendati
mainly a matter fo
competent auth
should be ad

 

ESCB-CESR RSSS 16: 
Communication Procedur

Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
es, 

Messaging Standards a
banks provisions 

nd 
Straight-Through processing 

CSDs and participants in 
systems, should use or 
accommodate the relevant 
international communication 
procedures and standards for 
messaging and reference data

their 

 
order to facilitate efficient clearing 
and settlement across systems. 
This will promote straight-through 
processing (STP) across the entire 

 all custodian 

tion 

 is 
therefore relevant to all 
custodian banks. It is 
especially relevant for those 
custodian banks that 

Article 22 of Directive
2006/48/EC refers to
risk management sta

on indirectly 

tly incentivises 
ccommodate 

rnational 
standards, as the use of these 
standards reduces the 
operational risk stemming from 
these operations. 

in 

Relevant to
banks  

The recommenda
addresses technical 
requirements and it

 
 general 
ndards. 

Recommendati
met 

The CRD indirec
banks to use or a
the relevant inte
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securities transaction flow. 

o be 

rectly 
es 
h as 

providers. 

ment.  

 For this recommendation t
effective, it also needs to be 
applied either directly or indi
by other providers of securiti
communication services, suc
messaging services and network 

internalise settle

1. International communicatio
procedures and standard
to securities messages, secur
identification processes and 
counterparty ide

n 
s relating 

ities 

ntification should 
e applied.  

   

b

 

ESCB-CESR RSSS17: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Transparency banks provisions 

CSDs should provide market
participants with sufficient 
information for them to identi
and acc

 

f
urately evaluate the ris

and costs associated with 
d settlement 

on 

ervices, 
such as trade confirmation 
services, messaging services and 
network providers. 

ustodian 

roviding 
arket participants with 

sufficient information is 
relevant to all custodian 
banks. 

- n met:  

MiFID cover 
ion sufficiently 

dian banks that 
ries. Whilst the 
 requirements 

ire those 
that internalise 
ke transparent 
ees, in the light 

ral transparency 
objective CEBS has interpreted 
this Recommendation to be met 
by CRD and MiFID provisions. 

y 
ks 

Relevant to all c
banks.  

The principle of p
m

securities clearing an
services. 

Addressed to CSDs to be 
effective, this recommendati
also needs to be applied by other 
providers of securities s

Recommendatio

The CRD and the 
the recommendat
for those custo
act as intermedia
CRD transparency
don’t explicitly requ
custodian banks 
settlement to ma
their prices and f
of the gene
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1. CSDs shall provide ma
participants with the informa
necessary to evaluate the r
and prices/fees associated wi
the CSDs’ settlement service;
information should include 
main statistics and the bala

rket 
tion 

isks 
th 
 this 

the 
nce 

sheet of the system’s operator. 

and Article 
147. 

 in CRD 
Annex XII.  

(7)-(8);  

ate information 
 a 

le form to clients 
about: 

— the investment firm and its 

ents and 
ent 

 this should include 
e on and 
 

h investments in 
those instruments or in respect 

vestment 
strategies, 

nues, and 

ociated 
y are 

le to understand 
s of the 
 and of the 

specific type of financial 
instrument that is being 
offered and, consequently, to 
take investment decisions on 

 CRD Article 145 

Further detail provided

MiFID Article 19 (1)-(3) and 

3. Appropri
shall be provided in
comprehensib
or potential clients 

services, 

— financial instrum
proposed investm
strategies;
appropriate guidanc
warnings of the risks
associated wit

of particular in

— execution ve

— costs and ass
charges so that the
reasonably ab
the nature and risk
investment service
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an informed
information may be prov
a standardis

 basis. This 
ided in 

ed format. 

9 (1)-(2) 
FID Article 

21. 

see Article 44 of 
mission Directive 

2006/73/EC. 

Also MiFID Article 1
and (7)-(8); and Mi

Please also 
Com

2. CSDs should public
clearly disclose their risk
exposure policy and risk

ly and 
 
 

rticle 145-149 

CRD Annex XII. 

CRD covers the recommendation 
sufficiently. 

management methodology.  

CRD A

3. Information should be publ
accessible, for example via th
internet, and not restricte
system’s participants. Inform
should be available in formats 
that meet the needs of the u
and in a language commonly 
in the international fina

icly 
e 

d to the 
ation 

sers 
used 

ncial 
s in at least one 

es. 

rticle 145-149 

MiFID Article 13 (4)-(5); Article 
19 (1)-(3) and (7)-(8); Article 
21. 

CRD and MIFID cover the 
recommendation sufficiently. 

markets as well a
of the domestic languag

CRD A

CRD Annex XII. 

4. The accuracy and 
completeness of disclosures 
should be reviewed at least once 
a year by the CSDs. Information 
should be updated on a regular 

CRD Article 147. CRD covers the recommendation 
sufficiently. 

basis. 

 

ESCB-CESR RSSS 18: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
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Regulation, Supervision and 
Oversight 

banks provisions 

CSDs and securities settlem
systems should be subjec
transparent, consistent and 
effective regulation, supervis
and oversight. In both a
and a cross border conte
central banks and securities 
regulators should coope
each other and with other 
relevant authorities regarding
CSD and the securities sett
systems it operates. Centra
banks and securities re
should also ens

en
t to 

io
 nation
xt, 

rate with 

 the 
lement 
l 

gulators 
ure a consistent 

implementation of the 
recommendations. 

the CRD and 
MiFID. 

endation met 

he supervision 
of banks in the 

udential risk. MiFID 
ides for the 

upervision and 
n of conduct of 

es. Other 
pplying to banks 
ial crime 
les regarding 

usage and others. 

the range of 
ns applicable to banks, 

this recommendation is 
considered to be met.  

t 

n 
al 

Addressed by Recomm

CRD provides for t
and regulation 
area of pr
further prov
adequate s
regulatio
business issu
regulations a
include financ
legislation, ru
collateral 

In light of 
regulatio

1. CSDs and securities settlement 
systems should be subject to
transparent, consistent and
effective regulation, supervisio
and oversight. Securitie
regulators (including in th
context banking supervis
where they have sim
responsibilities and regulator
authority for CSDs) and central 
banks should have the ability and 
the resourc

 
 

n 
s 
is 

ors 
ilar 

y 

es to carry out their 
regulation, supervision and 
oversight responsibilities 
effectively. 

to
banks 

sight are 
relevant to custodian banks. 

CRD Article 6 and Article 124. 

 

 

Relevant to all cus dian 

Adequate regulation, 
supervision and over
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2. Securities regulators 
central banks should
define and publicly disclose t
objectives, their roles and 
aspects of major policies for 
CSDs

and 
 clearly 

heir 
key 

. 

  

3. To ensure transparent, 
consistent and effectiv
regulation, supervision a
oversight, different forms 
cooperation amongst releva
authorities may be required, bo
in national and cross-bord
context. Central banks and 
securities regulators should also 
ensure the consis
implementation of 
recommendations and to achi
a level playing 

e 
nd 
of 
nt 
th 
er 

tent 
the 
eve 

field for CSDs and 
securities settlement systems in 

CRD Article 29-37. 

CRD Article 40-43. 

 

 

the European Union. 

4. To enable them to carry
their tasks securities regula
and central banks should req
CSDs and operators of securit
settlement systems/arrangeme
to provide information necessary 
for regulation, supervision an
oversight in a timely mann
including information
operations that have been

 out 
tors 
uire 
ies 
nts 

d 
er, 

 on 
 

outsourced to third parties or 
where the CSD proposes to 
undertake new activities. 
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5. Securities regulators, cen
banks and other relevan
authorities should cooperate 
one another, both nationally 
in a cross border context, 
contribute to a safe, sound 
efficient operation of CSDs. 

tral 
t 

with 
and 

to 
and 

rticle 15. 

CRD Article 42. 

r 4. Section 1. 

CRD Article 149. 

 CRD A

CRD Chapte

 

ESCB-CESR RSSS19: Risks in 
Cross-Systems Link

Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
s or 

Interoperable Systems 
banks provisions 

CSDs that establish links to 
cross-system trades should 
design and operate suc
that they effectively reduce t
risks associated with cr
system settlements. They sho
evaluate and mitigate the 
potential so

settle 

h links 
h

oss-
u

urces of risks that can 
arise from the linked CSDs and 
from the link itself. 

oss system 
odian 
er 

f a CSD or 
n 

the books of one of the 
respective custodian banks. 

- - 

so 
e 

ld 

Not relevant 

In the case of cr
trades between cust
banks, the banks eith
require the use o
internalise the settlement o
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Mapping the ESCB-CESR draft Recommendations for Central Counterparties (RCCP)  

ESCB-CESR RCCP 1: Legal Risk Relevance to custodian CRD and/or other 
provisions 

Outcome of the ‘
banks 

mapping’  

CCPs, linked or interoperable 
CCPs should have a well-foun
transparent and enforcea
framework for each aspe
their activi

d
ble legal 
ct of 

ties in all relevant 
jurisdictions  

 rules, 

d C

hould b
er

Information to the public shou
ed i

k should 
of 

t of a

 
contracts of a CCP should be 
enforceable if a CCP participant, a 
linked CCP or an interoperable 
CCP or a participant in a linked or 

st
ndertaking C

like activities 

e C
ate le

framework for thems.  

o
the s

 
n a
rs, 
odi

CCPs
of

lie
cip

s tha
n sh

d as 
the 
he risks 

ould be treated in 
same way that the rest of 

anks. 
So, the CRD should be fully 
applied. 

The recommendation requires 

eral ru
 and 

an b
on, 

as a CCP 
i

ver
eral  
cred r

ere a
 the 

t risks and
s, taki
r the 

ateralize
fully ap

is case, as the bank
unte

n. 

spa n
e 

participants, there are se
provisions (in the MIFID) 
directly address this s

 

ion partially 
met 

SS 1, as the 
provisions ivalent  

uld be 

ency and the 
s assumed by 

n acting as 
rt of the 

ion on how 
of the CCP 
one, in order to  
equate risk 

n be 
by 

d other 

 of the 
ion, specially  

 should be 
 not relevant, 

as it is directly addressed to 
hat are global 
nd deal with 

cross-border participants  

- Key issue 5, regarding 
finality of transactions is 

ed, 
Relevant only to cu
banks u

Key issues: 

1. The laws, regulations
procedures, and contractual 
provisions governing the 
operation of a CCP, of linke
or of interoperable CCPs (see 
Recommendation 11) s
clearly stated, internally coh
and readily accessible to 
participants and the public. 

CPs 

e 
ent, 

As it is mainly refers t
general design of 
in order to offer the
maximum protectio
transparency to use
relevant for the cust
banks that act as 
design a system that 
similar guarantees and 

ld 
n 

 

information to their c
for them, their “parti

For custodian bank
as CCPs, the desig
follow the global 
recommendations, an
banks they are under 
supervisors’ review. T
assumed sh
the 

include those topics specifi
C.11. 

2. The legal framewor
provide a high degree 
assurance for each aspec
CCP’s operations and risk 
management procedures. 

3. The rules, procedures, and

odian 
CP-

CP 
gal 

 the 
ystem, 

nd 
it is 
an 
, to 
fers 

The CRD’s gen
regarding credit risk
operational risk c
to this CCP functi
bank that is acting 
will have the credit r
transaction. Howe
can demand collat
guarantee, so the 
will be mitigated. Th
several provisions in
regarding credi
capital requirement
into account whethe
transaction is coll
not, which can be 
in th

The regulation of th
requires an adequ

nts ( 
ants”) 

t act 
ould 

appear as the “co
to the transactio

Regarding the tran
obligations with th

the risks assumed by b

les Recommendat

e applied 
as the See also RS

sk of the 
, the bank 

as a 
it isk 

re 
CRD 
 their 
ng 

d or 
plied 
will 
rty” 

 are equ

3 main areas sho
distinguished: 

- The transpar
general risk
the bank whe
CCP: this pa
recommendat
the design 
should be d
perform ad 

rpa

re cy 

veral 
that 
ect. 

management ca
considered as covered 
the CRD an
Directives 

- The legal part
recommendat
key issue 4,
regarded as

ubj

the CCPs t
systems a
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interoperable CCP default
becomes insolvent. There sh
be a high degree of assura
that actions taken under s
rules and procedures may 
later be stayed, avoide
reversed 

s or 
ou

nce 
uch 
not 

d or 

licts of 
ss-

doing 
 

ed to cover 
8.  

relevant 

ll 

ent 
n 
t and 

ystems, as 
referred to 

uld actually 
designate the systems that meet 
the criteria of the Settlement 

 

formed 
have a 

ar and 
s in the 
nd as 
plicable 

nks and 
clearing intermediaries.   

  

 addressed in 
either the CRD or the 
MIFID.  

 

ld 
that the operations per
by a CSD or a CCP 
well-founded, cle
transparent legal basi
relevant jurisdiction a
such they are fully ap
to such custodian ba

4. A CCP should identify and 
address any potential conf
laws issues arising from cro
border arrangements.  In 
this, the CCP’s analysis should
include the laws intend
those elements specified in C.

5. In accordance with the 
national 
implementation provisions, a
CCPs should apply for 
designation under the Settlem
Finality Directive 98/26/EC o
settlement finality in paymen
securities settlement s
amended (hereinafter 
as the Settlement Finality 
Directive). The relevant 
authorities sho

not directly

Finality Directive.

 

ESCB-CESR RCCP 2: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Participation Requirements banks provisions 
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A CCP should require particip
to have sufficient finan
resources and robust operati
capacity to meet obligation
arising from participation in
CCP. A CCP should have 
procedures in place to mon
that participation requireme
are met on an ongoing basis
CCP’s participation requir
should be objective, publi
disclosed, and perm
open access. Rules and 
requirements that rest
shoul

a
cial 

on
s 
 th

itor
nts
. A

ements 
cly 

it fair and 

rict access 
d be aimed at controlling 

rformance 
hould 

 

 
, including a 

sufficient level of relevant 
wers 

. 

ocedures 
t 

 are 
er 

through timely access to 
regulatory reports filed by 
participants or directly if such 
reports are not available or do not 

to
banks 

ation i
a
e 
ul
al

tomers to which  
are exposed. 

 

resse
EC V, 
 3
 a

the F
 the B

isk 
 Gu

from CEBS on concen
risk. 

on indirectly 
met  

ions provide 
e of the issue 

essed by the 
recommendation. 

ights may be 
 thus capital 

a function of 
counterparties, 

ives to carry out 
business with financially sound 

.  

isk 
and “know-your-

les may provide for 
the necessary due diligence 
during the selection of new 
customers. 

nts Relevant to all cus

al 

e 

 
 
 

This recommend
relevant to all custodi
banks, including thos
as CCPs, as they sho
able to ensure the qu
the cus

risk. 

Key issues: 

1. To ensure timely pe
by participants, a CCP s
establish requirements for
participation to ensure that 
participants have sufficient 
financial resources and robust
operational capacity

expertise, necessary legal po
and business practices

2. A CCP should have pr
in place to monitor tha
participation requirements
met on an ongoing basis, eith

dian 

s 
n 
acting 
d be 
ity of 
 they

This issue is add
Directive 2006/48/
Chapter 2, Sections
(plus corresponding
Guidelines from 
Guidelines from
notably on credit r
management, and

d by 
, Title 

Recommendati

 to 5 
nnexes), 
ATF, 
CBS, 

The CRD provis
indirect coverag
addr

idelines 
tration Indeed, risk we

considered - and
requirements - as 
the quality of the 
providing incent

entities

Moreover, credit r
management 
customer” ru

 50 



contain the required information.  

nts 
ting 
l of 

sed on 

 and 
writing. 
nts, 

ts, should 
stated and publicly 

disclosed. 

3. Participation requireme
should be objective, permit
fair and open access. Denia
access should only be ba
risk-related criteria or other 
criteria as set out in EU law
should be explained in 
Participation requireme
including arrangements for 
orderly exit of participan
be clearly 

 

ESCB-CESR RCCP 3: 
Measure

Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
ment and banks provisions 

Management of Credit 
Exposures 

A CCP should measure its cre
exposures to its particip
least once a day. Throug
requirements and other risk 
control mechanisms, a 
should limit its exposures to
potential losses from defaults
its participants so that the 
operations of the CCP 
be disrupted and no

d
ants at 
h margin 

CCP 
 
 by 

would not 
n-defaulting 

ts would not be exposed 
that they cannot 

anticipate or control.  

Key issues: 

only to cust
banks undertaking C
like activities 

se
C
re

x I
ective 2006/49/EC

and also additional re
to the market risk fra
in the CRD. 

mendation indirectly 

vides the 
r credit institutions 

n banks) to 
ally developed 

dels (e.g. 
s) can be used 
ation of 
nts. Custodian 
CCPs can use 

the same approach and the 
same internal model to calculate 
margin requirements for their 
clients.  

it Relevant 

participan
to losses 

odian 
CP-

This issue is addres
Directive 2006/49/E
37, Paragraph 2; Di
2006/49/EC, Anne
Dir

d by 
, Article 
ctive 
, Point 4; 
, Annex V 
ferences 
mework 

Recom
met 

The CRD pro
opportunity fo
(including custodia
follow intern
models. These mo
volatility estimate
for the implement
margin requireme
banks that act as 
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1. A CCP should measure 
exposures to its participants
least once a day and should h
the capacity to measure 
exposures on an intra-day ba
either routinely or at a minim
when specified thresholds a
breached. The information 
market prices and participan
positions that are used 
calcula

its 
 at 
ave 
its 

sis, 
um 
re 
on 
ts’ 
to 

te the exposures should be 
timely. 

trol 
re 

ted 
rom 

so 
t’s 

the 
ose 

faulting participants to 
osses that they cannot anticipate 
or control. 

t all banks use 
nd it could be 
 gap exists for 
that follow the 

ach. 
ld be noted that 

todian bank 
rdized approach, 

its or monitor its 
daily risks from its clients. 

n the objective 
is to cover the 

ces of financial 
market risk 
 the CRD is 

also relevant in this respect and 
capital is required based on the 
risk.  

 

2. Through margin requirements 
and other risk con
mechanisms, a CCP should ensu
that it is adequately protec
against potential losses f
defaults by its participants, 
that closing out any participan
positions would not disrupt 
operations of a CCP or exp
non-de

However, no
internal models a
considered that a
custodian banks 
standardised appro
However, it shou
even when the cus
uses the standa
it can set lim

In addition, give
of margin calls 
volatility of pri
instruments, the 
framework within

l

 

ements Relevance to custodian 
banks 

RCCP 4: Margin Requir CRD and/or other Outcome of the ‘
provisions 

mapping’  

A CCP should to the greatest 
extent feasible impose marg
requirements to limit its cred

in 
it 

exposures to participants. These 
requirements should be sufficient 
to cover potential exposures that 
the CCP estimates to occur until 

Relevant only to custodian 
banks undertaking CCP-
like activities 

- ation indirectly 

See RSSS 3, as the same 
provisions are applicable.   

Recommend
met 
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the liquidation of the relev
positions. The models 
parameters used in sett
margin requirements should be 
risk-based and review
regularly. 

ant 
and 
ing 

ed 

: 

be 
nd 

ver 
 of 

n 
 

be 
and 
 of 

r to 
he 

s to 
the 

in 
CP 
to 
s. 
in 

ents 

cts 
e 

gin 
ty of the 

to 
 

should be validated regularly. 

2. A CCP should have the policy, 
the authority and operational 

Key issues

1. Margin requirements should 
imposed where feasible a
should be sufficient to co
losses that result from 99 %
the price movements over a
appropriate time horizon. This
time horizon should 
appropriate to capture 
identify the risk characteristics
the specific instrument in orde
allow the CCP to estimate t
magnitude of the price change
be expected to occur in 
interval between the last marg
collection and the time the C
estimates it will be able 
liquidate the relevant position
Models and parameters used 
determining margin requirem
are based on the risk 
characteristics of the produ
cleared and take into account th
interval between mar
collections. The abili
models and parameters 
achieve the desired coverage
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capacity to make intraday ma
calls to mitigate credit expos
arising from new positions
from price chang

rgin 
ures 
 or 

es. 

pts 
nts 
uid 
be 

hat 
ue 

rval 
nd 

 can 
reasonably be assumed to be 
quidated. 

3. The assets that a CCP acce
to meet margin requireme
should be limited to highly liq
instruments. Haircuts should 
applied to asset values t
reflect the potential for their val
to decline over the inte
between their last revaluation a
the time by which they

li

 

ESCB-CESR RCCP 5: Other Risk Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Controls banks provisions 

A CCP should maintain sufficie
available financial resourc
cover potential losses that ex
the losses to be covered by 
margin requirements. For
purpose, the CCP should de
plausible scenarios and c
stress tests accordingly. A
minimum, a CCP should be
to withstand a default 

nt 
 
eed 

Relevant to all custo

Because the recomm
ad

es to
c

 this 
vel p 

onduct 
t a 
 able 

by the 
t to which it has the 

largest exposure in extreme but 
plausible market conditions. 

Key issues: 

en
dresses internal regu

related to resources to 
potential losses and str
testing.  

 

e

on with Anne
4

 

njunc
em

 
is

check this assessment and 
credit

institutions hold sufficient own 
funds). 

Articles 106 to 119 (large 

n met 

ns using the 
the Internal 

d for the 
unterparty credit 
t of stress tests 
ired. Under 
 general rule 
essity of 

performing stress tests. Also in 
nternational fora the 

importance of stressing risk has 
been highlighted.  

Furthermore, the large 

o

participan

dians 

dation 

Article 75, requirem
holding adequate ow
connecti

lation 
cover 
ess 

Part 4, points 40 to 
to IRB approach).

Article 123 in co
Article 124 (requir
credit institutions to
risks and for superv

nt for 
n funds, in 
x VII, 
2 (applies 

tion with 
ent for 
assess 
ors to 

to 

Recommendatio

For credit institutio
IRB approach or 
Models Metho
calculation of co
risk, the conduc
is explicitly requ
Pillar II there is a
regarding the nec

make sure that  different i

 54 



1. In addition to mar
requirements, a CCP sho
maintain sufficient avai
financial resources to co
potential residual losses tha
exceed the losses to be cove
by margin requirements. For 
purpose, the CCP should deve
scenarios of extreme but p
market conditions and co

gin 
uld 

lable 
ver 

t 
red 
this 
lop 

lausible 
nduct 

stress tests accordingly [….] 

l 

ssessing 

there is 
e that a 
the 

d a CCP’s 
to be 

losses or losses from 

t are 

CP, it 
hat are 

 
an 

 to 
meet its liquidity needs. The 
CCP’s rules should ensure that the 
resources posted by a defaulter 
are used prior to other financial 

remen

, poi
e 
es to credit 

e 
hod for the 

unterparty 
credit risk). 

e ensures that 
exposure to a 

y or connected 
e certain limits. 

 

2. Although a CCP's financia
resources can take a variety of 
forms, for purposes of a
observance of this 
recommendation, resources 
should be counted only if 
a high degree of assuranc
CCP can draw on them for 
anticipated value an
rules do not permit them 
used to cover its normal 
operating 
other activities in which it is 
engaged.  

3. If any of the resources tha
being relied upon are not 
immediately available to a C
should obtain credit lines t
committed and subject only to
presentment in order that it c
borrow against those assets

exposure requi ts). 

nt 24, 
stress-

exposures regim
the amount of 
single counterpart
party is not abov

Annex III, Part 7
requirement to hav
tests in place (appli
institutions which us
Internal Models Met
calculation of co

 
e th
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resources in covering losses. 

 

ESCB-CESR RCCP 6: Default 
Procedures 

Relevance to custodian CRD and/or other 
provisions 

Outcome of the ‘
banks 

mapping’  

A CCP’s default procedures sh
be clearly stated, and the
ensure that the CCP can ta
timely action to contain lo
and liquidity pressures and 
continue meeting its oblig
Key aspects of the default 
procedures should be pu

o
y should 
ke 

sses 
to 

ations

blicly 
larly. 

 
rm

out or 
ing 

ear 
sms other 

s and 
es 
to utilise 

 resources 
 
 

2. The legal framework applicable 
to a CCP should provide a high 
degree of assurance that its 

elevant to all custodian 
banks 

ation i
n 

, especially those 

e
ly 

 market 
r

 to e  
the stability of their acti
in case a default occurs

This issue is addresse  

/EC
3

(plus corresponding a

uidelines on c
ity risk. 

es on 
concentration risk, SR

y r

Directive 2004/39/EC

Directive 2006/73/EC
16 to 19. 

Recommendation indirectly 
met 

isions provide 
ect coverage of the issue 

addressed by the 
 

 under both Pillar 
 II on credit risk 

ntration) and 
e the 

work. Pillar II 
includes the use of stress testing 

o be helpful in 

, MiFID provides for 
y coverage 
vestors’ protection. 

Although for some aspects 
s are more 

default 
procedures may eventually be 
addressed through Pillar III on 
risk management disclosures. 

uld R

. 

This recommend
relevant to all custodia
banks

available and tested regu

1. A CCP’s default procedures 
should clearly state what
constitutes a default and pe
CCP to promptly close 
effectively manage a default
participant’s positions and to 
apply collateral or other 
resources. There should be cl
procedures, or mechani
than those of the CCP, for 
handling customers’ position
margin. Default procedur
should also permit a CCP 
promptly any financial

it a 

as CCPs. 

Some clearing interm
may be systemical
important for a given
and therefore procedu
should be in place

that it maintains for covering
losses and liquidity pressures
resulting from the defaults. 

s 
Directive 2006/48
Chapter 2, Sections 

acting 
BCBS G

diaries 
and liquid

CEBS Guidelin

es 
nsure

testing and liquidit

vities 
. 13. 

d by:

, Title V, 
 and 5 
nnexes).  

The CRD prov
indir

redit risk 

P, stress 
isk. 

, Article 

recommendation. 

CRD provisions
I and Pillar
(including conce
liquidity risk provid
necessary frame

, Articles 

that may prove t
this context.  

Additionally
the necessar
regarding in

insolvency law
relevant.  

Public disclosure of 
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default procedures 
enforceable, despite the 
insolvency of a participant.
national insolvency law sh
permit the identification an
separate treatment of custo
and proprietary assets.  

are 

 The 
ould 
d 
mer 

 effect 
re may 
CP’s 

efault 
ner, 
e 
nt, 

n with the 
CP 

e plans should 
be reviewed at least once a year 

y aspects of the default 
procedures should be publicly 
available.  

3. A CCP should analyse the
which its default procedu
have on the market. A C
management should be well 
prepared to implement its d
procedures in a flexible man
and management should hav
internal plans for such an eve
including communicatio
operator of the market the C
serves if that operator is a 
separate entity. Th

and tested regularly.  

4. Ke

 

ESCB-CESR RCCP 7: Custody 
and Investment Risks 

Relevance to custodian CRD and/or other 
provisions 

Outcome 
banks 

of the ‘mapping’  

A CCP should hold assets in a 
manner whereby risk of loss or of 
delay in its access to them is 
minimised. Assets invested by a 
CCP should be held in instruments 
with minimal credit, market and 

o
banks 

The objective of the 
recommendation is twofold:  

it
me

the CRD (legal risk being part 
of operational risk) – Annex X 
of Directive 2006/48/EC. 
Investment risk is covered by 

n met 

The recommendation is 
considered to be met even if the 
CRD does not have specific 
provisions for these aspects. 

Relevant to all cust dian Legal risk is dealt w
the operational fra

h under 
work of 

Recommendatio
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liquidity risks. 

: 

i
p
p

xter
r 
u

e le
h

rotected 

 
to 
CCP 

dians’ 
arding 

procedures and operational 

 secured 
igh 

if any 
CCP should 

its 
t the 

nds to use for risk 
s in its own 

nt 

3. In making investment 
decisions, a CCP should take into 
account its overall credit risk 

m

due 
ed 
ment of 
ertainty 
ty of 

the securities in custody) and 

Key issues

1. (…)a CCP should hold secur
in custody at entities that em
accounting practices, safekee
procedures, internal and e
controls, insurance, and othe
compensation schemes that f
protect these securities; th
framework also should be suc
that the securities are p
against the claims of a 
custodian’s creditors. A CCP
should have prompt access 
securities when required. A 
should monitor its custo
financial condition, safegu

ties 
loy 
ing 
nal 

(1) ensure that CCPs 
the custody risk to whic
are exposed (i.e. 
diligence on the select
custodians and assess
the legal risk / legal c
related to the availabili

lly 
gal 
 

capacity on an ongoing basis. 

2. Investments should be
or they should be claims on h
quality obligors. Investments 
should be capable of being 
liquidated quickly with little 
adverse price effect. A 
be prohibited from investing 
capital or cash margins tha
CCP inte
management purpose
securities or those of its pare
company. 

itigate 
h they 

 

(2) ensure that CCPs
sound and safe investm

 have a 
ent 

policy for their own assets.   

ar II of the 
CRD. 
both Pillar I and Pill
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exposures to individual oblig
whether from cash investme
other relationships, and ensure 
that its overall credit risk 
exposure to any individual obligor 
remains within accepta
concentration limi

ors, 
nts or 

ble 
ts. 

 

ESCB-CESR RCCP 8: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Operational Risk banks provisions 

A CCP should identify sourc
operational risk, monitor 
regularly assess them. T
should minimise these r
through the development of 
appropriate systems, , and
effective controls and proced
Systems and related func
should be (i) reliable and s
(ii) based on sound technica
solutions, (iii) developed and
maintained in accordance wi
proven procedures and (iv) 
adequate, scalable capac
CCP should have appropriate 
business continuity and disa
recovery plans that allow 
timely recovery of operations a

es 
and 

he CCP 
isks 

 
ures. 

tions 
ecure, 

l 
 
th 
have 

ity. The 

ster 
for 

nd 
of a CCP’s obligations. 
hould be subject to 

dits. 

Key issues: 

1. A CCP should actively identify, 

Relevant to all custodian 
banks  

- on met  

See RSSS 11, as the provisions 
are equivalent. 

of 

fulfilment 
Systems s
frequent and independent au

Recommendati
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monitor, assess and minim
sources of operational risk 
should establish clear policies 
procedures to address those ri
including risks from those 
operations that are outsource
third parties, or from its

ise 
and 

and 
sks, 

d to 
 other 

activities. 

s and 

 
main 

of the 
and 

 
re should 
ent 

t (and 
) 

ented 
ation systems 

 

usiness 
very 

ts posing 
disrupting 

ce 
lan 

erations. 
 CCP can 

meet its obligations on time. 
Contingency plans should, as a 
minimum, provide for the 

2. Operational risk policie
procedures should be clearly 
defined, frequently reassessed
and updated and tested to re
current. The responsibilities 
relevant governance bodies 
senior management should be
clearly established. The
be adequate managem
controls and sufficien
sufficiently well-qualified
personnel to ensure that 
procedures are implem
accordingly. Inform
should be subject to periodic
independent auditing.  

3. A CCP should have a b
continuity and disaster reco
plan that addresses even
a significant risk of 
operations including its relian
on third parties and the p
should allow for timely 
resumption of critical op
This means that the
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recovery of all transactions at
time of the disruption to al
systems to continue to ope
with certainty. A second site 
should be set-up in order to m
these obligations. Business 
continuity and disaster reco
plans should be regularly 
reviewed, tested on a regul
basis and after modifica
the system and tested 
participants. Appropriate 
adjustments should be made to
plans based on the results of 
exercises. Adequate crisis 
management structures, i
formal procedures, alterna
means of communication 
contact

 the 
low 
rate 

eet 

very 

ar 
tions to 

with 

 
such 

ncluding 
tive 

and 
 lists (both at local and 

cross-border level) should be 

ld be 
reliable, secure, and able to 

s 

tsource 
unctions 
proval 

y 
d, 
 

etent 
authorities, and should ensure 
that the external providers meet 
the relevant recommendations. 

available. 

4. All key systems shou

handle volume under stres
conditions. 

5. CCPs should only ou
settlement operations or f
to third parties after the ap
of the relevant competent 
authorities, if it is required b
regulation. If it is not require
they should at least notify in
advance the relevant comp
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The relevant outsourcing ent
should have the power to req
adaptation of the outsourcing 
measure

ities 
uire 

s. 

 

ESCB-CESR RCCP 9: Money Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Settlements banks provisions 

A CCP should employ mon
settlement arrangements t
eliminate or strictly limit cred
and liquidity risks. If central ba
money is not used, steps m
taken to strictly limit cash 
settlement risks, that is, 
and liquidity risks stemming 
the use of banks by a CCP to 
effect money settlements with
participants. Funds tran
CCP should be fi

ey 
hat 

it
nk 

ust be 

credit 
from 

 its 
sfers to a 

nal when effected 
n efficient and safe 

t systems. 

 bank 
ent 

al steps 

y of a settlement agent’s 
ential 

 
failure. 

2. Funds transfers to a CCP 
should be final when effected. A 

Relevant to all custodian 
banks 

 

- Recommendation partially 
met 

 (and RSSS 12), as 
 equivalent. 

The recommendation is partially 
met, as RSSS 10 is only partially 

endation also 
addresses issues of RSSS 12 
which were considered to be 
met. 

 

and rely o
paymen

Key issues: 

1. A CCP uses the central
model or it uses the private ag
model and takes addition
(see key issue 3) to limit the 
probabilit
failure and limit the pot
losses in the event of such a

See RSSS 10
the provisions are

met.  

The Recomm
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CCP should routinely confirm 
funds transfers have be
effected as and when require
its agreements with its settlem
agent(s). The legal, regulato
and contractual framework of
CCP should clearly define t
moment at which the CCP’ a
clearing participants’ obliga
are extinguished. The payme
system used by a CCP s
safe and sound, and should 
observe the Core Principles for 
Systemically Im

that 
en 

d by 
ent 

ry 
 the 

he 
nd 

tions 
nt 

hould be 

portant Payments 

and 
strict 
ement 

their 

hat 

s, access 
pacity 

ents. 
ia 

th on an 
A 

 the 
 
, and 

assess its potential losses and 
liquidity pressures in the event 
that the agents with the largest 
share of settlements were to fail. 

Systems (CPSIPS). 

3. A CCP should establish 
monitor adherence to 
criteria for private settl
agents that address 
creditworthiness, access to 
liquidity, and operational 
reliability in order to ensure t
only regulated financial 
institutions with robust legal, 
financial (creditworthines
to liquidity) and technical ca
are used as settlement ag
The adherence to the criter
should be monitored bo
initial and an ongoing basis. 
CCP should closely monitor
distribution of its exposures
among its settlement agents
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A CCP should also monitor 
liquidity risks that may stem f
the use of several currencie
assets for payment acti

rom 
s or 

vities. 

 is 
 CCP 

f 

eliability 
d 
r the 
lows 

d 
 

settlement 
bank with the largest share of 
ettlement defaults. 

4. When a multi-tiered system
used for payment activities, a
should define criteria in terms o
creditworthiness, access to 
liquidity and operational r
that settlement banks shoul
meet. A CCP should monito
concentration of payment f
between settlement banks an
assess its potential losses and
liquidity pressure if the 

s

 

ESCB-CESR RCCP 10: Physical Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Deliveries banks provisions 

A CCP should clearly state its 
obligations with respect to 
physical deliveries. The risks fr

gations should be 
identified and managed. 

ly 
respe

to deliveries of physical 
instruments, including whether it 
has an obligation to make or 
receive delivery of a physical 

only to cust
ing C

ivities 

ical 

 an 
ion on the 

P. Where the custodian 
 of the 

CCP, this recommendation is 
relevant. 

For custodian banks that only 

this point, as th
common settlement t
performed by credit i
is not physical. 

ation not met 

 are very 
es and include 

erefore, it 
ed procedures - 

d to credit or 
agement - to 
for which the 

CRD does not provide any 
guidance.  Therefore, the 
recommendation is considered  
not to be met. 

om 
banks undertak
like act

In dealing with phys
deliveries, the 
recommendation puts
additional obligat
CC

these obli

Key issues 

1. A CCP’s rules should clear
state its obligations with ct bank assumes the role

Relevant odian 
CP-

The CRD does not sp
cover 

ecifically 
e 
hat is 
nstitutions 

Recommend

Physical deliveries
specific cas
commodities. Th
requires dedicat
not restricte
liquidity risk man
be implemented 
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instrument or whet
indemnifies participants for lo
incurred in the delivery proce

her it 
s
s

n to 
of 
uld 
ugh 
. If 
by 
 offer 

e DVP 
ake 

, if no 
, a 
 to 
ty 

 be managed by a CCP 
whether or not a DVP mechanism 

ould 
mitigate 

d delivery 
an principal) risks to 

which it is exposed in the delivery 
process for the physical 

es, the 
me the 

om the 
not the 

ank. 

ses 
s.  

act as intermediari
counterparty will assu
risk deriving fr
settlement and 
custodian b2. If a CCP has an obligatio

make or receive deliveries 
physical instruments, it sho
eliminate principal risk thro
the use of a DVP mechanism
the settlement systems used 
the CCP offer DVP but do not
simultaneous booking of th
and RVP leg, a CCP should t
additional steps to mitigate 
replacement cost risk. Also
DVP mechanism is available
CCP should take other steps
mitigate principal risk. Liquidi
risk must

is available. 

3.  If a CCP has obligations to 
make or receive deliveries of 
physical instruments, it sh
take steps to identify and 
all the money settlement, 
liquidity, storage an
(other th

instruments 

 

ESCB-CESR RCCP 11: Risks in Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Links between CCPs banks provisions 
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CCPs that establish links ei
cross-border or domesticall
clear trades should evaluate t
potential sources of risks that
arise from the linked CCP 
from the link itself. It sh
ensure that the risks are 
managed prudently o
basis. There should be a 
framework for co-oper
co-ordination betw

ther
y to

h
 can 

and 
ould 

n an ongoing 

ation and 
een the 

relevant regulators and 
 

or 
h a 
or 
o a 

r CCP 
occur 
ould 
es of 

nked CCP 
l risk 

 linked CCP 

tirety of 

other 

arrangements should be designed 
such that risks are mitigated and 
the CCP remains able to observe 
the other recommendations 

t dian 
g CCP-

vities 

 ndation met 

 capital to be 
t exposures. A 
todian bank 
d another CCP 

red as a net 
s such would 

arge. Such 
o need monitoring 

home/host 
re such links are 
s-border. It is 
hat this 

n is sufficiently 
nder the risk 

management and supervisory 
framework of the CRD. 

 
 
e 

Relevant only to cus
banks undertakin
like acti

overseers.

Key issues: 

1. CCPs should design links 
interoperable systems in suc
way that risks are minimised 
contained. Before entering int
link relationship with anothe
or when significant changes 
in an existing link, a CCP sh
evaluate the potential sourc
risks arising from the li
and from the link. The initia
assessment of the
should include sufficient 
understanding of the en
the other CCP´s risk 
arrangements, covering any 
link arrangements. The risk 
assessment should be kept 
updated. The resulting 

o Recomme

The CRD requires
held against credi
link between a cus
acting as a CCP an
can be conside
exposure and a
attract a capital ch
links would als
and be subject to 
cooperation whe
established cros
thus concluded t
recommendatio
covered u
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contained in this report. 

and 
sing 
vely 

n 
risks 

quate 
ntagion risks 

should be mitigated. 

he 
g 
the 

ide 
o both CCPs 

ink. In 
 

ould be 
 is 

the 
onflicts of 

laws and rules between the 
be 

ation 
ere 

for 
nation 

between the relevant regulatory 
and oversight authorities, 
including provisions on 
information sharing and the 

2. Potential sources of 
operational, credit, liquidity 
settlement risks to a CCP ari
from a link should be effecti
monitored and managed on a
ongoing basis. In particular, 
should be covered by ade
resources and co

3. The national laws and 
contractual rules governing t
linked systems, and governin
the link itself, should support 
design of the link and prov
adequate protection t
in the operation of the l
particular, regulation and
contractual rules sh
designed such that no CCP
exposed to unexpected 
obligations or distortions of 
rights/obligations vis-à-vis 
other one. Potential c

jurisdictions of CCPs should 
identified and addressed. 

4. For the purposes of regul
and oversight of the link, th
should be a framework 
cooperation and co-ordi

 67 



division of responsibilities in
event of any need for regulatory 
action. 

 the 

 

ESCB-CESR RCCP 12: Relevance to custodian CRD and/or other Outcome of the ‘
Efficiency banks provisions 

mapping’  

While maintaining safe 
operations, CCPs should 
efficient in meeting the 

and secure 
be 

requirements of participants. 

Not relevant  

 

- e RSSS 15, as the provisions 
are equivalent. 
Se

 

ESCB-CESR RCCP 13: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Governance banks provisions 

Governance arrangements for
CCP should be clear and 
transparent to fulfil public i
requirements and to support
objectives of owners and 
participants. In particul

 a 

nterest 
 the 

ar, they 
should promote the effectiveness 

 risk management 
procedures. 

ments 
d 

2. There should be a clear 
separation between the reporting 
lines for risk management and 

Relevant to all custodian 
banks 

- n met 

s the provisions 

are that when a 
s CCP, the credit 

d otherwise be 
supported by its clients is 
transferred to it, as it appears 
as the counterparty of both 
clients.  

 

of a CCP’s

Key issues: 

1. Governance arrange
should be clearly specified an
publicly available.  

Recommendatio

See RSSS 13, a
are equivalent. 

But, being aw
bank is acting a
risk that woul
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those for other operations 
CC

of a 
P. 

d of 
ould 
and 

 
ring 

d 
est 

ment and 

hould 
 and 

to account all relevant 

y 
m 

ey have 
losed to 

nts (including 
n) and 

ments 
on of 

nd should 
use resolution procedures 
whenever there is a possibility of 

ing. 

3. Management and the Boar
Directors (“the Board”) sh
have the appropriate skills 
incentives to achieve a CCP’s
objectives, particularly delive
sound risk management an
meeting related public inter
requirements. Manage
the Board should be fully 
accountable for their 
performance. The Board s
contain suitable expertise
take in
interests.  

4. Objectives, those principall
responsible for achieving the
and the extent to which th
been met, should be disc
owners, participa
applicants for participatio
public authorities. 

5. Governance arrange
should include the identificati
conflicts of interest a

such conflicts occurr

 

ESCB-CESR RCCP 14: Relevance to custodian CRD and/or other Outcome of the ‘mapping’  
Transparency banks provisions 
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A CCP should provide ma
participants with suffici
information for them to iden
and evaluate accurately the r
and costs associated with 
its services. 

rket 
ent 

tify 
i

using 

Key issues: 

e market 

 risks 
ces. 

e 
e 

 of the 
 should 

lose its 
risk exposure policy and risk 

ogy. 

the 
be 

y 
used in financial markets as well 

of the domestic 

ures 
hould be reviewed periodically by 

a CCP and at least once a year or 
when major changes occur. 

to n 
banks 

 

- dation met. 

the provisions 
are equivalent. sks 

1. A CCP should provid
participants with sufficient 
information to evaluate the
and costs of using its servi
The information should includ
the main statistics and, wher
relevant, the balance sheet
system’s operator. A CCP
publicly and clearly disc

management methodol

2. Information should be 
accessible, at least through 
internet. Information should 
available in a language commonl

as in at least one 
languages. 

3. The accuracy and 
completeness of disclos

Relevant to all cus dia Recommen

See RSSS 17, as 

s
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ESCB-CESR RCCP 15: 
Regulation, Supervision and 
Oversight 

Relevance to custodian CRD and/or other 
provisions 

Outcome of th
banks 

e ‘mapping’  

A CCP should be subjec
transparent, effective and 
consistent regulation, superv
and oversight. In both a 
and a cross borders cont
central banks and securities 
regulators should coope
each other and with other 
relevant authorities rega
CCP. Such cooperatio
also ensure a cons
implementation o

t to 

ision 
national 
ext, 

rate with 

rding the 
n should 

istent 
f the 

dations. 

 to 
d 
pervision 
 

is 
rs 

ory 
central 

e ability and 
the resources to carry out their 

nd 
 

2. Securities regulators and 
central banks should clearly 
define and publicly disclose their 

banks 

 

- ation met. 

e RSSS 18, as the provisions 
are equivalent. 

recommen

Key issues: 

1. The CCP should be subject
transparent, effective an
consistent regulation, su
and oversight. Securities
regulators (including, in th
context, banking superviso
where they have similar 
responsibilities and regulat
authority for CCPs) and 
banks should have th

regulation, supervision a
oversight responsibilities
effectively. 

Relevant to all custodian Recommend

Se

 71 
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key 

. 

nt, 
 
nd 

of 
t 

d: day 
evant 

oth in 

n of 
egulators to 

on and to achieve a 
level playing field for CCPs in the 

 out 

anks 
ovide 

y for 
 and 

ner, 
 
en 

or 

5. Securities regulators, central 
banks and other relevant 
authorities should cooperate with 
one another, both nationally and 

objectives, their roles and 
aspects of major policies for 
CCPs

3. To ensure transpare
consistent and effective
regulation, supervision a
oversight, different forms 
cooperation amongst relevan
authorities may be require
to day cooperation of rel
authorities of a CCP, b
national and cross-border 
context, and the cooperatio
central banks and r
ensure the consistent 
implementation of the 
recommendati

European Union. 

4. To enable them to carry
their activities, securities 
regulators and central b
should require CCPs to pr
information necessar
regulation, supervision
oversight in a timely man
including information on
operations that have be
outsourced to third parties 
where the CCP proposes to 
undertake new activities. 
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in a cross border context
achieve the safe and effic
operation of CCPs and li
between CC

 


